OPSWAT announces OESIS Local v3.  Leading provider of endpoint security integration technologies enhances flagship product.

OESIS Local v3 delivers significant new features and enhancements to the most comprehensive endpoint security application integration toolkit available. OESIS Local is used in products and services from over 20 technology vendors to manage endpoint security for over 4 million endpoints.

San Francisco, CA (PRWEB) February 14, 2006 -- OPSWAT, Inc., the leading provider of endpoint security integration technologies today announced the beta release of OESIS Local v3. OESIS Local is a complete software kit for developing products to detect, assess, manage and remediate hundreds of endpoint security applications from over thirty-five vendors.

New and Enhanced Features:

OESIS Local v3 delivers significant new features and enhancements to the most comprehensive endpoint security application integration toolkit available including:

--New architecture employing fewer files, smaller footprint and requiring less frequent binary updates by customers.

--New support for Windows Vista operating system. Enhanced support for Windows XP, /2K, Mac OS 10.x, Linux.

--New support for anti-phising and anti-spam endpoint applications. Enhanced support for anti-virus, anti-spyware and personal firewall applications.

--Enhanced support for endpoint security suites incorporating multiple endpoint security (anti-virus, anti-spyware, anti-phising, anti-spam and firewall) applications into a single package.

--Incorporation of APIs from additional endpoint security vendors including Authentium, Norman, ISS and GriSoft and others.

--Enhanced Unicode support for localized versions of endpoint security applications.

--Enhanced Log support across supported endpoint security applications.

--Improved tamper-proofing of files provided in toolkit.

Expanded Support, Smaller Footprint and Backwards Compatibility:

OESIS Local v3 introduces an innovative design and concept to endpoint security. “v3 improves a best-of-breed, field-tested technology by delivering expanded endpoint application support, operating system support and endpoint vendor support, all on a smaller footprint," said Eli Koldaev, Security Architect for OPSWAT. “A key design concept was to provide customers with an attractive upgrade path while maintaining full backwards compatibility.”

Integration Customers:

OESIS Local is used by over 20 technology vendors to manage endpoint security in products and services competing in the following markets:

-VPN/Clientless VPN

-Network Access Control

-Application Integrity

-Endpoint Security

-Security Compliancy

-Wireless Security

-Dial-up Internet Connectivity

"OESIS Local’s enhanced automation enables technology vendors to rapidly make dramatic improvements to their endpoint security offerings, said Toshit Antani, Director of Development at OPSWAT. “Endpoints managed by customer solutions incorporating OESIS Local now exceed 4 million.”

Availability of Beta:

OESIS Local v3 (beta) is available to selected OPSWAT OEM partners. Release of the commercially available version of v3 is scheduled for summer, 2006.

For more information about OESIS Local or other OPSWAT products, visit:

http://www.opswat.com/products.shtml

About OPSWAT

OPSWAT, Inc. is a leading provider of endpoint security integration technologies. OPSWAT technologies support security features of hundreds of anti-virus, anti-spyware, anti-phishing anti-spam, personal firewall, browser, VPN client and other endpoint applications. OPSWAT customers include networking and security technology companies, system integrators and corporations seeking to detect, assess, manage and remediate security features of endpoint applications. Founded in 2002, the company is headquartered in San Francisco, California, with an additional office in Herzliya, Israel.
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