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Security has become a huge issue in the 21st century and organizations are developing 

new security policies and tightening up old ones like never before. The Security Policy 

Cookbook is a unique guide for IT and security professionals to streamline security 

policy formulation. Based on the 14 years of experience of its author, security expert and 

trainer Dr. Ali Jahangiri, this book was initiated in workshops and lectures by 

participants who asked for Jahangiri’s security policy templates. “I decided to address 

the need,” says the author, “spending more than two years to study and bring together 

the contents of this book in order to create a comprehensive collection of security policy 

templates.” 

 

Providing “recipes” for security policies in all areas, from password and Internet use 

policies to intruder user detection and public mailing list policies, this Cookbook 

provides all the ingredients—in easily customizable formats—for creating easy-to-

understand policies to protect your organization. 

 

No other book on the market offers this easy, hands-on approach plus definitions of all 

the key terms. The templates of this book are available in editable, electronic format for 

ease of use. See www.securitypolicycookbook.com  for more details. 
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