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 Advanced
Eavesdropping Detection and 
Counterespionage Strategies
for Business & Government
  

 • Boardrooms

 • Trading Floors

 • Executive Suites

 • Conference Rooms

 • Vehicles and Aircraft

 • Corporate Apartments

 • Off-site Business Meetings

 • Executive Homes & Offices

 • Celebrity Privacy Protection

 • WLAN Security & Compliance
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P.S. 

Please contact 

me directly if this 

booklet does not 

answer all your 

questions.

P.P.S. 

Be sure to see our 

two Special Offers 

on the last page.

Thank you for letting me know of your 
interest in counterespionage. 

I can help.

“The Quick Guide to Scheduling a Sweep” appears next. 

After that you will find several pages about our qualifications.

You will learn:

 • Why electronic surveillance is usually the first indication of a problem.

 • How we detect this vital clue – before you suffer an expensive loss.

 • And, how easy it is to use our services.

You will also learn why:

 • corporate security directors

 • professional security consultants

     &

 • private investigators

worldwide trust us more than any other counterespionage firm.

Thank you for your time and consideration. 

I am looking forward to solving your concerns.

Sincerely,

Kevin D. Murray – CPP, CISM, CFE, BCFE

Welcome
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1  Call us from a “safe” phone. Tell us about your concerns and security goals. 

 We can provide suggestions and guidance about which areas to inspect.

 

2  Complete our one-page Worksheet (on-line, or the next page).

 We will send you a written estimate – including expenses. 

 

3  Schedule a convenient date.

 We are even available evenings and weekends at no extra charge.

Questions...

“Do you need to see our location first?”

It is rarely necessary to inconvenience you – or tip your hand – with a preliminary visit. 

The Worksheet is all we need. If your assignment is extensive, send us a floor plan.

“Could you give me just a rough idea of the cost?”

Of course, click here, or visit http://tinyurl.com/SampleAssignments. We can provide a 

more accurate estimate when you are ready. You will see that the cost of a professional 

counterespionage strategy is very low when compared to intellectual property and 

information losses.

“Can I call you with additional questions?”

Call us any time with your questions (908-832-7900).
Do not call from, or discuss your concerns within the suspected areas. Do not use an analog cordless telephone.

Until we arrive...

 • Do not discuss our services in, or call from suspected areas.

 • Conduct your affairs normally.

 • Do not reveal your suspicions to others.

 • Limit confidential conversations.

 • Keep detailed notes on anything you feel is suspicious.

 • Plan a logical next step if an eavesdropping device is found.

The Quick Guide
 to Scheduling a Sweep

Easy! 

From travel details 

to the final written 

report, we handle 

everything for you.
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Murray Associates
Worksheet - 2010

 How many...

 Rooms by size: small (less than 375 sq. ft.) | medium (375–624 s/f) | large (625–1000 s/f)

 Cubicles / open secretarial areas will be included?

 Square feet in other areas… oversized areas, residences, etc.  Please describe in #13.

 Vehicles requiring inspection… automobiles, boats, airplanes, etc.?  Please describe in #13.

 Communications Equipment Count

 Telephones… All telephones in above areas, and any other telephones you want us to check.  

 Speakerphones… Count only free-standing speakerphones, not telephones.

 Telephone lines serving the premises… Optional at large business locations (30+ lines).

 Faxes | video phones  (Include if located in areas being checked.) 

 Audio / Visual equipment racks (up to 24”w x 6’h = one rack)

 WLAN Security & Compliance Audit Zones. How many ZONES will the audit encompass?
 (A “zone” is an imaginary circle of floor space; about 300 feet in diameter (≈70,000 sq. ft.)

 Additional Information

 Preferred appointment date?  (No obligation; helps us estimate travel expenses for you.)                    /         /
  
 Frequency of audits:     1      2      4      6      12     times per year.   (Pro-active audit programs are discounted.)

 Is there anything else we need to know?  (Anything not normally found in a room. TV, VCR/DVD, etc.)

Name:           Title:

Company:         Promo Code:

Address:          Referred by:

City:   State:  Zip:  Email:

“Safe” phone:    Fax:        

Estimate Delivery…        Email (.pdf file)         Mail         Fax       Other… 

1
2
3
4

5
6
7
8
9

10

11
12
13

FA
X

 T
O

 —
 9

08
•8

32
•0

91
6

Plan your eavesdropping audit program.
Tell us the scope of your project… (on-line version)
 • Prepare one sheet for each address we will be visiting. 
 • Simply fill in the blanks, and FAX, mail or e-mail your Worksheet to us. 
 • We will prepare a very accurate written estimate for you right away.

Email version, and additional printable copies of this sheet, are available at… www.spybusters.com/worksheet.html

S              M              L

F                     V
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Who?

Murray Associates is an independent management consulting firm, founded in 1978. 

We specialize in eavesdropping detection and counterespionage strategies for busi-

ness and government. 

What?

Murray Associates is best known for their quarterly eavesdropping detection audits; 

conducted in boardrooms and executive suites. We are also known for creating overall 

counterespionage strategies for our clients. Used together, intelligence collection 

attacks are detected early – before your information can be used against you.

Why?

 • Many businesses must prove compliance with privacy laws.

 • Intangible asset losses are greater than physical property losses.

 • Executives have a fiduciary responsibility to protect stockholder assets.

 • It is difficult to plan and conduct business without the assurance of privacy.

 • Privacy invasion is personally devastating, and the threat of it is demoralizing.

 

Where?

Headquartered in the New York metropolitan area, Murray Associates services are 

available throughout the United States and internationally.

When?

Murray Associates eavesdropping detection audits are easy to plan, and may be 

conducted after normal business hours at no additional charge.

How?

Tell us about your concerns and list the sensitive areas you would like to protect. 

Use the Worksheet in this booklet (or on our Web site). We will suggest a prelimi-

nary counterespionage plan, prepare a custom estimate including expenses. Upon 

your approval, a mutually convenient time for us to visit can then be decided upon.

The Essentials

If you suspect electronic 

eavesdropping, trust your 

instincts.

The thought would not 

have occurred to you if 

everything were fine. 

Something is wrong. 

Inspecting a false ceiling.
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The bad news…

Your conversations and information are collected – in many ways – long before they 

are used against you. 

The good news…

Intelligence collection is a leisurely process. Until this collected intelligence is used, 

no harm is done.

The secret to successful counterespionage…

Discover your attacker while they are still in the intelligence collection phase. 

How…

Although espionage collection techniques are many and varied, electronic surveillance 

is one of the most favored. It is also the one which is most vulnerable to detection. 

Murray Associates eavesdropping detection audits exploit this weakness. 

Invisible attacks, become visible. 

We bring situations to your attention —

 • Before the embarrassment.

 • Before the financial disaster.

 • Before the public relations nightmare.

 • In time for you to successfully thwart the attack.

We provide recommendations which reduce information theft opportunities.

We create a sound counterespionage strategy for you.

“Discover ...and you have time to thwart.”

Philosophy

A plain ceiling tile 

(top) hides two spy-

cams and a battery 

(bottom).

Thermal Emissions 

Spectrum Analysis 

(center) sees all.
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Wireless video sur-

veillance transmis-

sions detected by 

Murray Associates 

at various client 

locations.

Background

Trusted…
 • Over three decades in business – one speciality – sterling track record.

 • Largest firm of its kind serving the private sector.

 • Full-time technical specialists with corporate investigative experience.

 • Over 130 assignments entrusted to us each year.

 • Personal & Confidential.

 • Professionally certified: CPP, CISM, CFE, BCFE (see next page for details).

 • Academic Affiliation: John Jay College of Criminal Justice, New York, NY 

  Course author & instructor:  Electronic Eavesdropping & Business Espionage Countermeasures.

Regularly published…
 • Corporate Investigations - Textbook. Chapter 5 (2001 & 2005 editions).

 • Electronic Eavesdropping & Corporate Counterespionage - Textbook. ISBN 0913875635

 • Staying Safe Abroad - Eavesdropping Detection Section. ISBN 0981560504

 • The Protection of Assets Manual - Section 15 - Electronic Eavesdropping Detection. 

  A multi-volume reference often referred to as the bible of the security industry. 

 • Electronic Eavesdropping & Industrial Espionage: The Missing Business School Courses. 

 • Facility Manager’s Guide To Security: Protecting Your Assets - Chapter 12 - Textbook. 

  ISBN 0881734799

 • Security Management - Chapter 20 - Communications Sec. A National Safety Council Textbook.

 • Business Snoops and the Top Ten Spy Busting Tips They Don’t Want You to Know

 • Physical Security: Practices & Technology Eavesdropping & Countermeasures chapter. 

  Textbook. ISBN 040995067X

 • Industrial Espionage: Intelligence Techniques & Countermeasures.

  Electronic Counterintelligence section. Textbook. ISBN 0409951080

 • Security Consulting - Chapter 15 - A Successful Security Consulting Business Tripod. 

  Textbook. ISBN 0750677945

 • Security Management articles. The journal of the American Society for Industrial Security.

 • The Grey House Safety & Security Directory (2004) - Chapter 16 - Eavesdropping Detection.

 • A.M. Best’s Safety & Security Directory (2001) - Chapter 15 - Spy vs. Spy - Everything You  

  Need To Know About Corporate Counterespionage. LoC Catalog Card Number 74-618599

 • Privacy for Sale - Chapter 9 - Shadow of Technology. ISBN 067173492X

 • Periodicals: The Legal Investigator, PI Journal (cover story), World Association of Detectives 

  News...  and many more.

Referenced & quoted…
 BBC, CNN, Fortune Magazine, Boardroom Reports, The New York Times, USA Today,   

 International Security News, Christian Science Monitor, Corporate Security, 

 Security Management, Congressional Quarterly, Security Letter, Time, The Washington Post,  

 Telecom & Data Network Security Review, and many Internet security sites…
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Technical advisors to…
 Discovery/New York Times Channel, HBO, 

 ABC News 20/20, CNN, 48-Hours, CBS News, 

 Orion Pictures, NBC Dateline, KUSA-TV, FOX News…

Affiliations and credentials…
 American Society for Industrial Security (ASIS) — Certified Protection Professional

 Information Systems Audit and Control Association (CISM) — Certified Information Security Manager

 Association of Certified Fraud Examiners (ACFE) — Certified Fraud Examiner

 American College of Forensic Examiners (ACFE) — Board Certified Forensic Examiner

 International Association of Professional Security Consultants (IAPSC)  

  Occasional Board Member, Ethics Committee Chairman / Member

 Espionage Research Institute (ERI) — Advisor

 Infragard (FBI - Corporate America Initiative) — Member

 High Technology Crime Investigation Association (HTCIA) — Member

 
Being active in industry organizations takes time and effort. This limits our active participation to the short 
list of security organizations shown above. We do not join organizations simply to create a long list...  
or, to proffer a false impression.

An Industry Standard

More corporate security directors turn to us for their electronic eavesdropping audit 

sweeps than to any other firm. We also handle more assignments for private detec-

tives and their clients than any other firm.  

What do these people know?

They know that identifying electronic eavesdropping is serious business. You only get 

one chance to do it right. Their reputations depend on it. Yours does too. 

Honest Fees

You can trust our estimates too. Our rates are exact. Estimates include expenses. You 

know the cost before we arrive. No nebulous hourly rates. No guesstimates. No surprises.

Scary is not Professional

…which is why... You won’t see any “spy vans” with spooky signs or vanity plates. No 

shoulder holsters, guns, mirrored sunglasses or hokey doctor smocks. We come as 

ordinary visitors with a few plain cases.  

Background
es

pi

onage research

�
�

�
�

�

  institute  �
�

�
�

�



©1978-2010, Spybusters, LLC dba Murray Associates, Box 668, Oldwick, NJ  08858  (U.S.A.)   
908•832•7900  /  www.spybusters.com    /   100111

As invited guests to your premises, we always act accordingly. Low-key in demeanor, 

dressed to blend in, we do not disrupt the normal flow of business or appear out of 

place after-hours. 

Our blend of professionalism, tact and courtesy is appreciated by clients who trust 

us to audit their business premises as well as their private homes.

Equally important is our ability to conduct our work at your convenience. This means 

evenings, weekends and even some holidays — at no extra charge.

Career counterespionage strategists…

Prior to forming Murray Associates, Kevin D. Murray was the Corporate Director for 

Electronic Countermeasures, & New Jersey Director of Investigations for the world’s 

oldest and largest private detective agency. Government technical surveillance 

experience preceded that. 

Lasting Protection

Our detailed written report contains: 
  • Our findings. 
  • Recommendations for immediately increasing your security / privacy.
  • A full description of our procedures. 
  • An inventory of the areas checked. 

This very informative and valuable report is also proof of:
  • An independent information security audit. 
  • Your due diligence.
  • Your efforts to fulfill the ‘business secrets’ test – as required in court. 
     (Business information is not automatically protected by law.) 

You also receive private access to our on-line Counterespionage Compendium 
which is updated regularly.

We Back You All the Way

Our findings may be entered as evidence in legal proceedings, and we are qualified 

to serve as your expert witness.

Background

Reporting…

After our audit is com-

plete and all telephones 

have been discreetly 

sealed with security 

tape (serial numbered to 

match your assignment), 

a confidential report 

is sent to you via an 

encrypted .pdf e-mail. 

No secrets…

You should know how 

your audit is being con-

ducted. We encourage 

you to ask questions and 

watch us in action. Our 

equipment and pro-

cedures will be clearly 

explained. 
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MURRAY ASSOCIATES is a security consulting firm which limits its services to the: 

prevention of unauthorized / unlawful electronic surveillance; protection of privacy; 

and the prevention of information theft.

We will not accept assignments:

  • Without a clearly stated purpose.

  • To obtain privileged information.

  • Which are against the best interests of the 

     United States government or its citizens.

We will endeavor to:

  • Assure absolute confidentiality.

  • Provide the most knowledgeable and effective services at a fair cost.

  • Remain unbiased in our efforts and recommendations.

     

 — Kevin D. Murray, 1978

Operating Policy

Scanning 40,000+ square feet of ceiling tiles – to find one tiny spy camera.

Radio 

Reconnaissance 

Spectrum Analysis 

discovers wireless: 

bugs, spycams and 

data transmitters.

Our Tektronix 

government-level 

Real Time Spectrum 

Analyzer has won 

several prestigious 

engineering awards.
http://tinyurl.com/yba6vwv

Murray Associates 

use of this advanced 

technology is fea-

tured in a Tektronix 

Case History. 
http://tinyurl.com/TekCase
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Client Comments
After 30+ years of consulting on eavesdropping and espionage, you might expect 

us to have some pretty impressive references. You’re right.

 • 375+ of the Fortune 1000 companies.

 • 800+ others from every imaginable corner of business.

 • Located in 38 states, and several foreign countries.

 • Many North American government agencies.

We encourage you to ask your associates and colleagues about us. Chances are 

very good we have already helped a security director, or an investigator you know 

personally. They are our very best references. 

Our clients share their thoughts with you...

“Kevin & team exhibited the utmost professional work in accommodating us - as always. I am always enthused 
by their detailed work & cool gadgets/equipment!” Asst. Director Security, International Media Company

“As usual, it was great working with Murray Associates. While always exceeding expectations, they went 
above and beyond this time helping us de-bug an AV problem. This team is second to none.” Managing 
Director, US Financial Institution

“Very courteous and professional approach to conducting a TSCM.” Manager, U.S. Physical/Personnel 
Security, Canadian Financial Institution

“The usual outstanding professional service we’ve come to expect.” Manager, Program Security Opera-
tions, US Government Contractor

“Kevin Murray’s company has been the mainstay of our information security for the past 20 years. His 
professionalism & integrity is above reproach.” Corp. V.P. / Dir. of Corp. Security, Agricultural Processor

“I was highly impressed by the excellent teamwork and efficiency of your service - and the report is first-
class. Thank you so much.” Famous artist

“Once again, your group was thorough, yet discreet. We are pleased with your services, and look forward 
to a continuing relationship.” Security Manager, International Personal Care Products Manufacturer

“I really appreciated the fact that each step of the operation was clearly explained. Also, thanks for the 
security tape.” Asso. Dir. - Site Services, Pharmaceuticals Manufacturer

“I was very impressed with the sophistication of the instrumentation.” Director - Facilities, Pharmaceuticals

“The service & report were very impressive. I would have no problem referring you again to any client. 
Great Job!” PI from New Jersey

“In addition to your services you detected a serious fire hazard in the ceiling lighting system. Outstanding, 
exemplary service. Will highly recommend.” Security, Institutional Investment Firm

“Very impressed - quite professional.” Director - Global Security, Manufacturing Conglomerate

“Kevin - you guys are always extremely useful, professional, energetic and overall great guys to be 
around. Thanks for being flexible and doing a great job.” Associate Director - Western Hemisphere, Paper 
Products Manufacturer

“Took time to explain technology and the ‘hows’ & ‘whys’ of the process.” Sr. Vice President, Supermarket Chain

“The response time and effort of the Murray Team was excellent.” Dir. of Building Services, Telecommunications

“I recently used Mr. Murray on a case in (deleted), and I must say it was one of the most professional, well 
documented eavesdropping and counter espionage reports I have ever had the opportunity to view. My 
client was extremely pleased with the results, as was I.” Professional Investigator from California

“I received a lot of good information, and some very practical advice from Murray & Associates. He saved 
me a lot of money and more importantly time. If anyone needs sweeps done this is the guy to call.” Profes-
sional Investigator from Illinois

Murray Associates

SDR technology
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“You exceeded my expectations from my first phone call to the report! Great job.” V.P. Human Resources, 
A National Security Company

“As usual, a highly professional job that leaves me with a comfortable feeling about the privacy of our 
meetings.” Director, Corporate Security, Health Care Products Manufacturer

“The nature of our business dictated we take necessary security precautions. Little did we know how 
really unsafe a workplace can be. Murray Assoc’s made (deleted) aware of all aspects of security.” Vice 
President - Security, Environmental Remediation Company

“This is my 2nd experience using your services. I found your co. prompt and professional. I also appreci-
ated the extra time spent explaining what was being done.” Vice President - Communications, Financial 
Services Firm

“Kevin - This is a most impressive and useful first report. It will take us months to follow-up, but we’re 
underway!” President - Public Relations Firm

“Very pleased with the ability to meet our time schedule. Appreciated demonstration of equipment / tech-
nology. Overall pleased with service received and confident of findings.” Security Director, Pharmaceuti-
cal Supply Chain Organization

“The report was extremely well done and, as always, the quality, service and added extras (advice) were 
superior.” Director Corporate Affairs, Aviation Industry

“Thank you for explaining how your equipment worked and taking the time to demonstrate. Your written 
report is very helpful. I almost wish we found a bug -- but now know where to concentrate our efforts, and 
what to look for.” DCM, Pharmaceuticals Manufacturer

“Kevin, I forwarded your name to (deleted) at (deleted). Informed him that they should consider using your 
services rather than retired FBI agents.” VP - Dir. Corp. Security, Wall Street Area Financial Firm

“Very professional, informative. Report is very usable and easy to understand. Enjoyed meeting “crew”. 
Do not hesitate to use us for reference.” Corp. Mg. of Security, “one of the oldest and largest flavour and 
fragrance houses in the world.”

“By using Murray Associates for counterespionage measures and by making good use of the professional 
counseling you provided in your report we now have greater confidence in our firm’s security.” Manager 
Technology Operations, Financial Investment Firm

“Concise, well written report. One of the most professional companies I have worked with.” Manager of 
Security, Communications Equipment Manufacturer

“Quality service on a consistent basis!” Mg. Protective Services, Major Financial Institution

“Excellent, professional service. You have my recommendation to others if you so desire.” Attorney

“Thank you for your assistance again this year.” Director H.R., Textile and Chemicals Manufacturing Company

“Exceeded expectations! ‘Great Job’ was the comment from senior management! Thanks.” V.P. Security, 
Regional Bank

“Your prompt and courteous service was much appreciated! The detailed report will prove to be an excel-
lent resource for our firm. We truly appreciate the quick response to our needs!!” HR Generalist, Broker-
age / Investment Banking Firm

“As always, Kevin & his team were thorough and professional.” General Counsel, Hazardous Material and 
High-Value Cargo Transportation Company

“I have never been more satisfied with a contractor than I am with Murray Associates. They are very pro-
fessional.” Corp. VP Security, Agricultural Processor

“Loved the whole approach and low-key attitude conveyed during the evaluation. This went far with 
explaining things to ‘the boss,’ who was on-hand during the review. The quality of the report is excellent 
and I love all the references. Great job and keep up the good work.” Information Services Manager, Com-
munications Technology Corporation

“The usual ‘Murray Associates Excellence’ I’ve come to expect.” Director - Security, Communications Carrier

“We are very pleased with the exceptional response time & professionalism displayed by your firm. We will not 
hesitate to utilize your services in the future. Kevin was fantastic.” Case Manager, Executive Protection Company

“Excellent, comprehensive report. Very professional in your approach. Very satisfied customer! Security 
Manager, Health Related Company

(Our sincere thanks to all our clients, and apologies to those of you whose kind comments we could not fit here. 
We promise to keep up the good work. ~Kevin)

Client Comments

Wireless spycam hidden 

in a clock radio.

Discovered using Murray 

Associates TESA® 

technology at a client 

location.
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ABC NEWS 20/20

“Our privacy can be invaded, and our conversations bugged, in unexpected ways, 

in unlikely places, by people we least suspect. There are a number of devices you 

can buy that say they can detect bugs, and we bought them, and tried them, and 

they didn’t work. 

We hired a private detective. We found: he could find bugs – the equipment we tried didn’t.”

Segment:  “Is Someone Listening?”

John Stossel, with Hugh Downs

Sole Technical Consultant: Kevin D. Murray, CPP

This American Life 
(PRI - Public Radio International)

“Kevin Murray has run Murray Associates – an eavesdropping detection and coun-

terespionage firm – for over 30 years. If [competitor] is a suburban beat cop, Kevin is 

the Director of the FBI. He deals with Fortune 100 companies…”

Episode: 278 - “Spies Like Us”

Host: Ira Glass

New Jersey Monthly

“Kevin D. Murray… is one of the world’s leading experts in tracing and destroying 

electronic listening devices. He was the man the Canadian government called in, 

during the height of a scandal several years ago, when some Members of Parliament 

charged that the Royal Canadian Mounted Police had bugged their offices. He found 

that the office of one M.P. had indeed been bugged, but the bug had been planted 

by a Canadian detective agency which previously had been contracted to sweep the 

premises. Murray’s counterespionage services are most often requested, however, 

by American corporations, many of which are increasingly fearful of being infiltrated 

by industrial spies.”

Media Comments

Murray Associates 

client. Manager’s 

office.

Bug planted by a 

co-worker... 

in the plant!
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Advanced 
TSCM Instrumentation & Techniques — Detection without Destruction

Government/military level instrumentation supports each of our teams on domestic 

assignments. (Documentation provided upon request.) When traveling abroad, the 

latest legally exportable instrumentation is used. General categories include:

  • Radio-Reconnaissance Spectrum Analysis™

  • Digital Surveillance Location Analysis™

  • Thermal Emissions Spectrum Analysis™
               (See http://www.spybusters.com/infrared.html for the amazing photos and movies.)

  • Wireless LAN Security Audits with Compliance Reporting™

  • Non-Linear Junction Detection (area and communications wiring)

  • Frequency Domain Reflectometry

  • Communications Systems Analysis

  • and additional proprietary techniques.

If you are not familiar with some of these items, please ask. We avoid using technical 

jargon and enjoy acting as interpreter and teacher. You need to know. There should 

be no secrets.

  

Examples…

Many eavesdropping devices transmit: audio / video / computer / fax information.  

Radio-Reconnaissance Spectrum Analysis™ is our proprietary technique for discov-

ering these bugs.

Micro-sized covert video cameras are particularly difficult to find. To reveal their 

locations quickly, we developed Thermal Emissions Spectrum Analysis™. This is a 

technique which senses the heat they emit. This level of testing is rare outside govern-

ment circles, due to prohibitive cost and required technical skill.

Being equipped means more than just having equipment.

Our espionage research consultants solve real world information loss and privacy 

problems daily. They have the expertise to interpret technical findings with accuracy. 

Our knowledge is current; procedures, cutting edge. In addition to electronic eaves-

dropping, they consider all espionage methods. They find answers; develop practical 

solutions; resolve your concerns; and most important – they really care.

Instrumentation
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Electronic surveillance is a rapidly changing field. Some devices we seek, other “experts” 
don’t even know exist. Full-time dedication and current knowledge are mandatory. 
 
Just one missed espionage trick can render your audit worthless. Cheap sweeps, 
cursory searches, and/or do-it-yourself eavesdropping detection only provides a false 
sense of security. Don’t buy an inferior service for your company, agency or client. 
You will never be able to justify the savings when the next leak occurs. 

Compare
We have put years into earning your trust today. 

Others may try to do the same with a few minutes of fast talk. Please compare. 

  Professional or pretender?

 • Is electronic eavesdropping auditing the company’s only business? YES

 • How many years have they been in the TSCM field?   35+

 • How many years under their current company name?   30+

 • How many electronic eavesdropping audits have they handled? 3600+

 • Can you obtain copies of their Certificates of Insurance?  YES

 • Do they maintain a full-time staff? YES  

 • Are resumes available for every “expert” who will be on your premises? YES

 • Does every technician have extensive security and investigatory experience? YES

 • Is the principal professionally certified (CPP, CISM, CFE, BCFE…)? YES

 • Has the firm been trusted to teach Counterespionage on a university level? YES

 • Can you obtain meaningful references – in your industry, in your area? YES

 • Will they bring government/military instrumentation to your defense? YES

 • Will they allow their findings to be verified via polygraph testing? YES

 • Are they qualified to advise on other types of leaks and security matters? YES

 • Are you sure their “expert” status won’t crumble under courtroom scrutiny? YES

 • Which firm is used by more professional security directors than any other?   ✔

 • Which firm is used by more professional investigators than any other?   ✔

  Proper Instrumentation?

 •  Is instrumentation manufacturer-classified as the government/military version? YES

 •  Is wireless LAN inspection and certification included? YES

 •  Do they use Thermal Emissions Spectrum Analysis™? YES

 •  Do they use Radio-Reconnaissance Spectrum Analysis™? YES

 •  Do they use Non-Linear Junction Detectors? YES

 •  Do they use Frequency Domain Reflectometers? YES

 •  Do they inspect for infrared emissions, fiber optic devices, etc.?  YES

Others

“There are good cigars, there are cheap cigars… but there are no good cheap cigars.”
	 	 	 	 	 	 		 				—	Your	Grandfather

When you drop the 

bomb on eavesdroppers 

and spies you want the 

best bomb available.
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Thank You
 for considering our services.

Contact Information

 Murray Associates

 PO Box 668

 Oldwick, NJ 08858-0668 (U.S.A.)

 +1-908-832-7900 (phone)

 +1-908-832-0916 (fax)

 www.spybusters.com

 TSCM@spybusters.com

“The bugs and taps were discovered.
This is as close as they can get now.

The Director made sure eavesdropping
inspections were conducted regularly.
They worked.

What his company knows, others want.

They now hunt easier prey. 
He thwarted this group, this time. 
Just another day in the business jungle.”

His motto…
“Make the other guy look like food.”


