
S i m p l i f y  D e s k t o p  S e c u r i t y
Saves Time

CrossTec Secure’s ease of use saves 

administrators valuable time.  CrossTec 

Secure also works quicker than other 

reimaging or restoration products, simply 

re-boot to restore. 

Content Control

Control the creation of content and restrict 

unwanted file downloads.  CrossTec Secure 

can block access to Windows system tools 

and lock the control panel, task manager, 

command prompt, and registry.

Peace of  Mind

CrossTec Secure protects the operating 

system and computer settings.
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B e n e f i t s



F e a t u r e s

Deploy

Centrally deploy CrossTec Secure across 

your LAN/WAN to all computers.

Management

Centrally manage and update security 

configurations.

Restore on Re-boot

One-click restore on re-boot.

Prevent ion

Prevent copying, deletion, and renaming of 

files and folders. 

Pr ivacy

Hide folders and restrict creation of defined 

file types.

Retr ict ions

 - Restrict changes to the desktop, taskbar,

    and system settings.

 - Restrict shutdown, logoff, lock, and

    password changes.

 - Lock control panels, taks manager, 

    command prompt, and registry.

 - Prevent users from installing unauthorized 

    software.

 - Restrict available network drives, drive 

    mappings and network neighborhoods.

 - Prevent access to Windows system tools.

 - Prevent web browsers from running.

 - Restrict creation and deletion of printers.

 - Disable USB storage devices, allow read 

    only or prevent application launch.

 - Control access to USB and CD/DVD 

    devices.

 - Apply policies to users, or exclude  

    specified accounts.
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Easy to Use Interface
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