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Introduction:

Patch management software is an essential element of a comprehensive cyber security program as well as an
important tool for correcting software bugs in your Microsoft Windows operating system, Internet Explorer and the
Microsoft Office application suite. This service is specific to computing endpoints including PCs and laptops and is
designed to ensure that these devices are automatically updated with the most current security patches and bug fixes.
Microsoft is continuously looking for and eliminating security vulnerabilities in its OS and applications, and it is
important that these updates are applied as they become available in order to minimize the risk of unauthorized
access or the introduction of malware into your IT system.

How it Works:

With this service Proxios installs and maintains patch management software from Kaseya on your PC or laptop.
With Kaseya, Proxios is able to individually select which portions of a release to apply to each client. Patches are
automatically downloaded to your endpoint device by Proxios, with updates scheduled based on client preference.
Once installed, the PC or laptop must be restarted for the patch to take effect. Since patches contain bug fixes and
changes that may impact the proper functioning of your line-of-business applications, Proxios works with you to test
the patch before rolling it out to each of the endpoints in your business or organization.

Proxios Advantage

As a cloud services provider since 1999, Proxios has extensive experience in providing patch management software
to your endpoints, ensuring that you have up-to-date security protection, and access to vendor-approved bug fixes.
Of equal importance, you are backed by a service organization with the knowledge and practices to apply patches in
a manner that doesn’t interfere with the operation of your business and the proper functioning of your application
software.

Purchase Options

P/N 04110 — Patch Management Service (:’

This is a monthly subscription fee that applies to each endpoint Kaseya

(PC or laptop) that subscribes to the service.
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