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SECONDS
A backup system that runs 
simultaneously with the 
primary system.  Data is 
typically replicated in real 
time and both systems host 
identical data. 

DAYS
A backup system is available 
if the primary system fails. 
This is usually used for 
non-critical information and 
scheduled backups would 
be customized by the client. 

????
Not having a Disaster 
Recovery plan can be 
catastrophic for your 
company. 80% of companies 
that experience a significant 
data loss are out of business 
within one month.

HOURS
A backup system is available 
and is a close mimic of the 
primary system.  Data is 
replicated more often than a 
cold standby, but again at 
the discretion of the client.  
There can be times when 
both servers don’t contain 
the same data.
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20%

According to Aveco, 20% 
of companies will suffer 
fire, flood, power failures, 
terrorism or hardware or 
software disaster.

43%

43% of businesses that 
are not able to resume 
operations in 10 days of
a disaster will never 
reopen. 

80%

Of those without a DRP, 
80% that experience a 
significant data loss are 
likely to go out of business 
within one month.
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DISASTER RECOVERY
& BUSINESS CONTINUITY

SHAREPOINT

By developing a Business Continuity Plan that incorporates Disaster Recovery, 
you recognize the critical need for levels of redundancy that protect your data 
and your business. The simple truth is your company cannot run without 
information technology.  Therefore it must be protected. 
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