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100% Cloud-Based Endpoint Security Protection
Kanguru Endpoint Protector™

Endpoint Security provides organizations 
with tremendous administrative control 
over content, USB plug-in devices, social 
media, web, communications and mobile 
devices- all from one convenient cloud-based 
console.  With Kanguru Endpoint Protector, 
IT managers can create policies, whitelist or 
blacklist devices, enable permissions, create 
restrictions, allow/disallow certain brands on 
the network and much more. Additionally, 
managers can audit, silently report violations 
and develop reports.

Today’s BYOD environment requires system 
administrators to be diligent, with a strong, 
all around security solution in place to 
manage and protect  their environment from 
all kinds of threats.  With Kanguru Endpoint 
Protector, administrators will have centralized 
control over the whereabouts  and advanced 
protection of company data.

FEATURES/BENEFITS

• Centralized security management for systems
•  Device Control, Content Aware Protection, 

Mobile Device Management
• Enforce encryption on trusted devices
•  Monitor and control content, whitelist or 

blacklist USB devices and peripherals
• Prevent data theft and spread of viruses
• Track and locate mobile devices
• Detect incidents and enforce policies
• Silently audit, log and report violations

• and much more
  
PLATFORM

•  Windows 10, 8.1, 8, 7, Vista, Windows XP
• Mac OS X 
• iOS
• Android

Kanguru Endpoint Protector  
provides complete, centralized  
administrative control:  

• Device Control  
•  Content Aware 

Protection 

•  Mobile Device  
Management

Model Number: 
KEP-Series
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