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For immediate release

**Louisiana-Based TraceSecurity Offering Free Security Risk Assessment Tool for Healthcare Organizations**

*Data breaches can cost healthcare providers millions, put patients at risk*

**Baton Rouge, Louisiana** – Today, TraceSecurity, one of Louisiana’s leading cybersecurity firms, announced that it would provide a free Security Risk Assessment (SRA) tool to healthcare organizations. Trace is also launching a nationwide effort to bring attention to the preventable risks of cyber attacks: The Protect Patient Data Project.

The Protect Patient Data Project is a response to 229 data breaches affecting at least 6.1 million patients in the United States, according to *HealthcareInfoSecurity* — breaches which also cost healthcare providers millions of dollars in fines and put some out of business.

According to TraceSecurity COO, Ryan Castle, small or rural healthcare providers are most vulnerable to the most devastating effects of a data breach:

“Healthcare is in transition to a new digital frontier, which means there are new risks and regulations for healthcare providers,” he said. “A small hospital or rural clinic often can’t afford the heavy HIPAA fines, so they choose bankruptcy or going out of business after a security breach. This hurts communities and gives patients even fewer choices, especially in rural areas where choices are already limited.”

Castle is referring to fines leveed under the Health Insurance Portability and Accountability Act of 1996, or HIPAA. Under that law, providers can be fined up to $50,000 per patient record breached by hackers and phishers.

“Learning the risks, assessing vulnerability and getting experts who can defend your data is essential,” adds Castle. “Our goal is to empower every hospital, doctor and clinic to defend themselves and focus on providing great care to patients.”

Along with the free security risk assessment tool, TraceSecurity is providing educational materials for providers that are free to use at [www.protectpatientdata.org](http://www.protectpatientdata.org)

**About TraceSecurity**

TraceSecurity is a leading provider of cybersecurity and compliance solutions that help organizations of all sizes reduce the risk of cyber breaches and demonstrate compliance. TraceSecurity offers a comprehensive portfolio of solutions that allow organizations to manage their information security program and supplement it with third-party validation and testing. TraceSecurity’s suite of information security services includes IT risk assessments and audits, social engineering, penetration testing, and security training. With market experience that spans over 3,000 customers, TraceSecurity offers the insight, products, professional services and partners to support the security and risk management efforts of organizations of all sizes across all industries.

Established in 2004 in the Louisiana Technology Park, TraceSecurity has provided cybersecurity and compliance services to more than 3000 organizations across the United States spanning industries including healthcare, government, energy, legal, technology, education, manufacturing and more. In addition, the company has recently been named to [CIOReview’s “50 most promising healthcare solutions providers” list.](https://www.tracesecurity.com/blog/news/tracesecurity-named-to-cioreview-50-most-promising-healthcare-solution-providers-list)
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