Role-Based Mobile Device Training

PaRaBal, The Mobile Device Company, was founded in 2009
with one goal in mind: to help organizations get the most out of
the mobillity explosion, without sacrificing security. We have
trained government employees on the vulnerabillities inherent to
mobile devices and assisted private enterprise in gaining
greater insight into the mobile devices on their networks.
Whether your mission is to deploy, to manage existing assets

(including BYOD), or upgrade management platforms,

applications and policies, we offer the expertise and solutions

to take full advantage of all mobility has to offer.

CMDSP

Preparatory Course

Our Certified Mobile Device
Security Professional Prep
Course prepares security

professionals to take the
CMDSP exam.

eExploitation and data
exfiltration

eUnderstanding the
architecture

*ARM assembly and reverse
engineering of applications

eSecure app programming

e How to use mobile devices
as an attack platform

The Mobile Device Company
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iPad Training
for the C-Level

Our training for Executives
focuses on use of mobile
devices and how to
maintain productivity
without decreasing your
organization’s security
posture. Class length is two
hours.

eTop 10 Business
Applications

eSecurity and Social Media
- protecting data and
physical location

eCost effective approaches
to security and productivity

eHow corporate data is
accessed and put at risk

info@parabal.com

demand.

Mobile Device
Training for Auditors

Auditor and information
assurance professionals will
leave this course with an
understanding of data
transmissions from network
to device and through
applications. This is typically
a one day course.

eUnderstanding the
components of a mobile
operating system

e [esting for secure access
credentials and whole
disk/SD encryption

*Mobile policy best practices

eHow to detect out of
compliance devices
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Training Services

PaRaBal'’s Role Based Mobile Device Training focuses on
specific roles within your organization, including but not
limited to cutting edge training in our CMDSP Preparatory
Course, iPad Training for the C-Level, role based training for
Auditors/Risk Assessment Professionals, and end user
trainings, teaching employees how to avoid becoming a
security weakness. Training locations are flexible and can
be held in our office, offsite, or on location to suit your
companies’ needs. We can also train your training
departments/organizatons and help them develop their
own courses to be taught to employees at your companies’
convenience. Customized training can be developed on

Mobile Device

User Training

Our moblie device end user
training teaches device
handlers how to avoid
becoming the weak link in
your organization’s security
posture. This training
typically lasts 4 hours, but
can be made available on an
online learning platform.

eUnderstand the basic
components of an operating
system

eSteps to take if Device is
lost/stolen

e Jailbreaking and Rooting -
What does it mean?

eData storage best
practices
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