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CorrelatedVM™ Overview 



Business Problem 

• Does your security assessment program include? 

– Multiple tools 

– Manual testing 

– Integration with asset management 

– Customized reporting 

– Remediation tracking 

– Vulnerability trending 

• How do you manage your vulnerability dataset? 

– Spreadsheets 

– Natively within an assessment product 
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CorrelatedVM™  Overview 

• CorrelatedVM™ is a vulnerability management framework 
tool developed by NetSPI designed to  
– Aggregate & correlate findings from multiple testing tools and 

from multiple testing layers  
– Manage vulnerability data  
– Produce quality, relative reports 

• CorrelatedVM™ supports the following inputs 
– Code reviews 
– Application assessments 
– Database and operating system assessments  
– Penetration tests  
– Network assessments 
– Manual findings 
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CorrelatedVM™  Architecture 
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CorrelatedVM™

CVM Assessment
Pentesting workspace
Findings correlation
Advanced reporting

GRC / Ticketing
Archer

Reporting
Word, Excel, PDF, HTML

CVM Portal
Project and findings dashboard
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Remediation tracking

The rich client CVM Assessment software 

is designed by pentesters for pentesters; 

and the web based CVM Portal, is for 

software security stake holders, from 

developers up to the CISO. This built-in 

workflow will dramatically lower the risks 

associated with hosting or deploying 

vulnerable software on your network.  

 

CorrelatedVM’s ability to bring elegant order 

to the uniquely challenging and sometimes 

outright disorderly vulnerability 

management efforts has been 

demonstrated in hundreds of organizations, 

on thousands of engagements, and for 

some of the most business-critical 

applications running on some of the most 

secure networks in the world. 

2013 © | Copyright |  NetSPI 

 



CorrelatedVM™ Integrated with GRC / Archer 

Vulnerability 
Testing Tools 

GRC / Archer 

Asset 
Information 

Benefits 
• Automation for remediation assignments & due dates 

• Customization of vulnerability descriptions, recommendations, 

severities, etc. 

• Grouping and filtering of findings 

• Updates to existing records with use of the unique key 

• Findings reports can be attached to remediation plans 
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CVM Assessment Screen Shots 
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Asset Information 
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Remediation Tracking 
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Customized Severities 
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Robust Reporting 
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CVM Portal Screen Shots 
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Project Dashboards 
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Dynamic Charts 
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Detailed Findings 
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Contact us: 

www.netspi.com 

612-465-8880 


