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The IOActive loT Security Survey was conducted by IOActive in
March 2016. Respondents were made up of security professionals
who attended the IOActive IOAsis San Francisco 2016.
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