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**Why report Military or Homeland Security fraud?**

Fraud against the Military affects us all. Ten percent of all military spending is lost due to fraud. Because the Department of Defense is spending over $500 billion a year, that means $50 billion a year is lost to fraud. It’s no wonder why we have a national economy crisis!

That’s also why I wrote this book*.* I worked in the Department of Justice (DOJ) Whistleblower Reward office in Washington D.C. for over 15 years and worked on cases recovering $1.5 billion. I’ve seen and combatted fraud against the government first hand and know what it takes for a whistleblower to successfully report fraud against the government, including military fraud. I left DOJ and formed The Hesch Firm, LLC to exclusively represent whistleblowers nationwide to help them apply for rewards for reporting fraud against the government. I’m now sharing my insights so that together we can curb military fraud, Homeland Security fraud, and fraud against each of the other 20 federal agencies and programs.

First, book explains how to report military fraud or Homeland Security fraud the correct way in order to get the attention of the government and ensure that an investigation takes place.

Second, this book puts fraud-doers on notice that the public is fed up with military and Homeland Security fraud and is now armed with information on how to report it. Given that there are sizable monetary rewards being offered by the Department of Justice (DOJ) for reporting military or Homeland Security fraud, there is a strong incentive for whistleblowers and law firms to take a stand. The more whistleblowers step forward to claim rewards, the less likely companies will try to cheat because they will finally realize that they can’t get away with it anymore.

The money stolen by those cheating the military or Homeland Security comes out of your pocket, as a faithful citizen and taxpayer. Worse yet, for every dollar lost to military or Homeland Security fraud is one less dollar available for other worthy government programs, such as health care. Are you willing to put up with that or do you want to do something about it?

It’s time to put an end to fraudulent military or Homeland Security claims! Here’s how you can be part of the solution.

This book is provides step-by-step instructions for reporting military or Homeland Security fraud, either for a reward or anonymously. It outlines in detail the Department of Justice (DOJ) whistleblower reward program as well as how to report fraud directly to the military or Homeland Security. It is your one resource for all you need to know about reporting fraud against the military or Homeland Security.

Let’s begin.
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**Two ways to report Military or Homeland Security Fraud**

There are two ways to report military or Homeland Security fraud. They are drastically different, with different ways of reporting and different results. This book explains both methods, and describes the *pros* and cons of each. It also walks your through both methods with detailed instructions on how to apply for a significant reward.

The first method is to use a whistleblower attorney to report fraud under the U.S. Department of Justice (DOJ) whistleblower reward program. The second is to report fraud directly to the agency.

As an initial matter, only the DOJ reward programs pays rewards. The total whistleblower rewards paid in Military cases is nearly $550 million ($549,364,943). The average reward under the DOJ program for reporting fraud against the military is $349,468, with some rewards close to $50 million in a single case. On the other hand, there is no reward for reporting fraud directly to the military. There are other significant differences between the DOJ and reporting fraud directly to the military or Homeland Security beyond rewards, which are discussed in the next chapters.
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**Reporting Military or Homeland Security Fraud to DOJ for a reward**

Because the military or Homeland Security only catches a small amount of fraud, Congress passed a law known as the False Claims Act (FCA) requiring the Department of Justice (DOJ) in Washington, D.C., to create a Whistleblower Reward Program. The FCA mandates that DOJ pay whistleblowers that properly report DOD or Homeland Security fraud between 15 and 30 percent of what it recovers—based on the whistleblower’s information—no matter how large the recovery is. So far, the largest reward in a single case of military fraud has topped $50 million. The government wins too, because it gets to pocket the 70 to 85 percent of the rest of the funds collected back. Today, over three-fourths of all government fraud cases are whistleblower reward cases. Thus, DOJ is counting on you to bring military or Homeland Security fraud cases for a DOJ reward.

The DOJ reward program goes like this. Assume a military contractor cheats on a contract by $10 million. If you properly follow the steps in reporting it, your reward will be between $1.5 million and $3 million and the government gets to keep $7 to $8.5 million. Now that is a great return on investment for the government because without the whistleblower, it would not have been aware of the fraud or recovered anything back.

Many whistleblowers don’t want rewards, but simply to put an end to military fraud. That is a great attitude. However, there actually are some very good reasons to apply for a Department of Justice (DOJ) whistleblower reward.

First, the only way to ensure that the government not only opens an investigation, but also assigns a DOJ attorney to evaluate your allegations is to apply for a reward under the DOJ reward program. To be eligible for a DOJ reward, the FCA requires that a whistleblower ([through counsel such as Mr. Hesch](#c15)) file a complaint in federal court alleging the fraud and serving the complaint on the U.S. Department of Justice. By law, DOJ must investigate every single complaint filed under the FCA reward statute. That means that a DOJ attorney is assigned to evaluate the allegations and determine if they have merit and if DOJ should take over the suit and pursue the fraud allegations. But if you don’t file for a reward, often there is not a DOJ attorney assigned.

Second, by using a whistleblower attorney to represent you, you are more likely to put together a more compelling description of the fraud and get the attention of the assigned DOJ attorney. Think about it this way, if you were a DOJ attorney assigned to investigate DOD or Homeland Security fraud, wouldn’t it matter to you if the attorney submitting the reward application had prior experience working at DOJ or had successfully obtained rewards under the DOJ reward program? The attorney signing and filing the FCA complaint is putting their reputation on the line by certifying that they investigated the allegations of DOD or Homeland Security fraud. That’s also why the DOJ reward program requires that you use an attorney to file for a reward. Your attorney will investigate the DOD or Homeland Security fraud allegations and prepare a complaint and statement of material evidence in support. DOJ relies on these documents to determine the scope of its investigation and how many resources to assign.

Third, by law, DOJ must inform your attorney of the results of the FCA investigation of the DOD or Homeland Security fraud allegations. But this is only true if you file for a reward under the DOJ program. In those cases, your attorney regularly communicates with the DOJ attorney, and can offer to assist in the investigation, such as helping DOJ draft subpoenas, review documents, and conduct legal research.

In short, the only way to ensure that anyone in the government even opens a case is to [file for a reward](#c15) under the DOJ reward program. Also, under the DOJ reward program, you will learn of the results of the DOJ investigation and receive a portion of the amounts collected—assuming your attorney properly filed the FCA complaint. Later chapters provide more details about applying for a reward under the DOJ reward program and answer frequently asked questions (FAQ).

Here are the *pros* and *cons* of filing for a DOJ reward:

*Pros*

* DOJ must assign an attorney to investigate your allegations
* You can choose your attorney to file for the reward
* Your attorney works with DOJ and urges it to take the case
* Your attorney works on a contingency basis and cover all costs
* DOJ must keep your attorney informed of the status and results of the investigation
* Your attorney can pursue the case even if DOJ declines to take action
* You receive between 15% and 30% if you properly file, with no cap on the amount

*Cons*

* It takes a long time and much energy to provide detailed information
* Your name will eventually be made know for reporting the fraud

If at any time reading this book you are ready to ask Mr. Hesch to review your military or Homeland Security fraud allegations in complete confidence and ask him to consider filing for your DOJ reward, there is a chapter entitled, [**How to ask Mr. Hesch to file your DOJ reward application.**](#c15)
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**Reporting Military or Homeland Security Fraud to the agency without a DOJ reward**

If you do not want a DOJ reward and you do not want to have a whistleblower attorney help you investigate or report the fraud, then you can contact the agency directly to report military or Homeland Security fraud. You can even call a hotline or fill out a form anonymously.

The biggest benefit of reporting fraud this way is that it is easy and quick. However, the downside is that you won’t know if the government ever even opened an investigation and the government has no duty to contact you or let you know the status or results of the investigation. The only way to ensure that an investigation is opened and pursued is to apply for a reward under the DOJ program, as outlined above.

At the same time, not everyone is willing to become a whistleblower or spend the amount of time it takes to put together a full description of the fraud. Later chapters also explain the risks in reporting military or Homeland Security fraud. In addition, sometimes the fraud is too small for an attorney to take the case. Many of the most experienced military or Homeland Security Fraud attorneys, such as Mr. Hesch, require that the amount of military or Homeland Security fraud be at least $5 million to represent you. That’s because attorneys take whistleblower reward cases on a contingency basis. If the amount of fraud to the government is less than $5 million, it might not be worth it to the attorney to take the case. Therefore, there is a proper time to contact the agency directly.

**Report Military Fraud directly to the DOD**

Here is what the DOD website instructs you to do to report fraud directly to it pertaining to military fraud.

First, you can call a DOD hotline at (800) 424-9098. The DOD [website](http://www.dodig.mil/Components/Administrative-Investigations/DoD-Hotline/) discusses when and what type of claims you should report using this hotline. According to the website, the mission of the DOD hotline is as follows:

The mission of the DOD Hotline is to provide a confidential, reliable means to report violations of law, rule, or regulation; fraud, waste, and abuse; mismanagement; trafficking in persons; serious security incidents; or other criminal or administrative misconduct that involve DOD personnel and operations, without fear of reprisal.

Second, you can fill out a form on the DOD [website](http://www.dodig.mil/Components/Administrative-Investigations/DoD-Hotline/Hotline-Complaint/), known as a Hotline Complaint. That web page describes what you can report and what not to report using the Hotline Complaint form. It also allows you to report the fraud anonymously.

According to the DOD website, anyone can report fraud using this form. It also explains privacy issues, as follows:

DOD Hotline will not disclose the identity of a complainant unless they consent to such disclosure, or the DOD Hotline Director determines that such disclosure is otherwise unavoidable in order to conduct an inquiry.

You are not required to identify yourself when submitting a DOD Hotline complaint. In addition to filing anonymously (where you do not give your name to the DOD Hotline), you may choose to provide your name and request confidentiality.

CONSENT TO DISCLOSURE:

The DOD Hotline will only disclose your identity on a "need-to-know" basis to organizations necessary to conduct an inquiry and take corrective actions, unless a court of law or other legal authority mandates disclosing your identity. It may be beneficial for investigative personnel to clarify or obtain additional information from you. In these cases, consent to disclose your identity would aid the investigative process.

ANONYMOUS FILING STATUS:

If you file your complaint anonymously, we will not know who you are, and we will not be able to contact you to request additional information.

**Report Homeland Security Fraud directly to the agency**

Here is what the Homeland Security website instructs you to do to report fraud directly to it.

First, you can call a Homeland Security hotline at (800) 323-8603. According to the website, the mission of the Homeland Security hotline is as follows:

The Department of Homeland Security (DHS) Office of Inspector General (OIG) serves as an independent body to deter, identify and address fraud, abuse, mismanagement, and waste in DHS programs and operations. Findings and recommendations issued by the OIG add value to the Department and assist the Department in fulfilling its mission and goals.

Based on the audit, investigations and inspections work, the OIG recommends ways for the Department to carry out its responsibilities in the most effective, efficient, and economical manner.

Second, you can fill out a [form](https://hotline.oig.dhs.gov/hotline/hotline.php) to submit a complaint or tip. Here are instructions from the Homeland Security Inspector General regarding its complaint form:

Any individual contacting the OIG may 1) remain anonymous, 2) identify him/herself but request confidentiality by noting they do not wish their identity to be revealed, or 3) fully disclose their identity. It may be necessary for the OIG to reveal a confidential complainant's identity if such identification is necessary to investigate the alleged matter, or as otherwise required by law. Complainants who file anonymously, or those requesting confidentiality, should understand filing as such may hinder the OIG's ability to thoroughly pursue their complaint. Anonymity may be forfeited when submitting an online allegation to the DHS OIG Hotline if a confirmation receipt with Complaint Number is desired.

Individuals wishing to receive electronic notification of their Complaint Number must provide a valid email address at the "WHO/Complainant/Email address" data field to facilitate delivery by the OIG of such notification. Failure to provide a valid email address precludes the OIG from making such notification.

Individuals wishing to remain anonymous when filing a complaint need only respond to those mandatory fields denoted with an asterisk (\*), however filing as such precludes the OIG from making notification of the Complaint Number.

Here are the *pros* and *cons* of reporting DOD or Homeland Security fraud directly to the agency instead of DOJ:

*Pros*

* It is easy to call a hotline or report the fraud directly to the agency
* You can remain anonymous
* The agency sometimes offers a reward of up to $1,000

*Cons*

* The government does not need to open an investigation
* The government does not need to tell you the results of its investigation
* You cannot obtain a DOJ reward simply by reporting fraud to the agency
* The amount of any agency reward is often limited to $1,000
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**More details about the DOJ Reward Program**

Under the DOJ whistleblower reward program, there is a very specific process for filing a military or Homeland Security whistleblower complaint. If you do not follow every step you won’t be eligible for a DOJ reward. It begins by having your attorney file a formal DOD or Homeland Security whistleblower complaint and serving it upon DOJ. But this is not the same thing as calling a hotline or even sending DOJ a letter outlining the fraud. In fact, even if you trigger the investigation that leads to a healthcare provider repaying misused funds, the government cannot pay a reward unless you follow each and every step in properly filing a military or Homeland Security whistleblower complaint under the DOJ reward program. In fact, the complaint must be filed by an attorney in a sealed court document for you to be eligible for a reward.

The next several chapters take you step-by-step through the entire process, including the factors DOJ considers when investigating allegations and paying rewards, as well as how to find an attorney to represent you. Later chapters address common military or Homeland Security fraud schemes where DOJ pays significant whistleblower rewards.
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**The *Four F Factors* to receiving a DOJ reward**

If we distill the DOJ Reward Program down into its core components, there are four factors necessary for a whistleblower to gain the attention of DOJ and receive a reward. I call these key elements the *Four F Factors*™.

**Filing first**

**Format is fundamentally correct**

**Fraud under a federal program, such as DOD or Homeland Security**

**Funds are forfeited**

If a single one of these *F Factors* is missing, you won’t receive a DOJ reward. That doesn’t mean, of course, that having all *Four F Factors* will guarantee you a reward. The *Four F Factors* simply have the greatest impact upon whether DOJ looks favorably upon your case. Knowing how to enhance these factors should greatly help you develop a winning submission and take a bite out of DOD or Homeland Security fraud.

**1. Filing first**

Congress has decided that only one whistleblower is eligible to receive a DOJ reward for each particular instance of fraud. To avoid subjectively deciding which person provided the most helpful information, the FCA reward statute favors paying the first person to file the FCA complaint. Again, the filing must be by an attorney and in a sealed complaint filed in court.

It is this simple: If someone else already filed a formal FCA complaint on the same fraud allegation, you won’t be eligible for a reward. By the same token, if you file a proper complaint first, you won’t have to share your reward with anyone else. Of course, if a company is cheating in more than one way, there can be multiple rewards paid for each fraud scheme.

In some instances, the First to File rule has resulted in a race to the courthouse. However, you must guard against the temptation of rushing the application process. This first *F Factor* is only one of several barriers to becoming a successful whistleblower. It will do you little good to be the first to file an action, only to be rejected a year later when flaws surface. That’s because DOJ declines 75 percent of the reward applications because they are filled with flaws or don’t meet all of the other requirements.

Racing too hard to beat a hypothetical whistleblower can actually thwart your overall chance of receiving a reward. Still, you should not delay in contacting experience DOD or Homeland Security whistleblower reward counsel to begin the process of preparing a timely and quality application.

It is also worth repeating that the only way to receive a reward is to file a FCA complaint through legal counsel. My heart breaks each time I receive an email from a whistleblower that reads in the news that the government just settled a $100 million case based upon their information, but they never knew that they had to file for a reward. No one in the government will tell you to file for a reward, because they cannot give you legal advice. I just wished they had read this book and contacted an experienced whistleblower attorney before the case was over. If they had, they may have received rewards of over $20 million. It’s too late to ask for a reward once the DOJ case is over or if another whistleblower jumps in line ahead of you.

**2. Format is fundamentally correct**

As indicated earlier, many people incorrectly think that they simply need to call an agency hotline to be eligible for a DOJ reward. However, to qualify for the huge rewards available under DOJ’s program, your attorney must actually bring a sealed civil lawsuit on behalf of DOJ alleging in detail that someone violated the False Claims Act. This is not something that can be done overnight.

There are two other important things to do besides filing a FCA complaint. Your attorney should notify the government that you have allegations of DOD or Homeland Security fraud. Your attorney must also provide the government with a “written disclosure of substantially all material evidence and information” in your possession relating to the allegations.

More than one whistleblower has been ruled ineligible for a reward for failing to scrupulously follow these procedures. They are in fact more than mere technical requirements. The complaint and statement of material evidence serve the purpose of inviting DOJ to team up with you and your attorney. Remember, the ultimate goal is to enlist DOJ to take the case and use its resources to recover the DOD or Homeland Security funds wrongfully obtained by the defendant.

Hundreds of applications are filed each year and only those that shine make it to the top of DOJ’s pile. Thus, as explained in later chapters, it is important to find an experienced attorney who will help you evaluate the viability of your case before going further. They must then work cooperatively with DOJ.

Often out of inexperience, many whistleblowers and their attorneys fail to present persuasive evidence in their applications. I cannot overstate the importance that the application must be compelling to persuade the DOJ attorney to champion the case. Don’t fall prey to relying upon an inexperienced attorney who files a poorly prepared application. Of course, there is no guarantee that your application will be rewarded, regardless of your attorney’s efforts. But be sure to find an attorney who has significant experience working at DOJ or with the DOJ Reward Program—someone who will also actively help you determine whether you meet these criteria and direct you in gathering additional support prior to filing if you don’t.

**3. Fraud under a federal program, such as DOD or Homeland Security**

The third *F Factor* is that the whistleblower must allege (and DOJ ultimately prove) that actionable fraud occurred under the DOD or Homeland Security program or another federal contract or program. There are two important elements here.

1. You must go beyond mere suspicion and actually show that the claims were false.

2. You must establish that the federal government was harmed by the fraud in a manner that can be quantified monetarily.

The DOJ reward program only applies to fraud against the federal government. It does not extend to fraud against insurance companies, even for healthcare fraud against private healthcare insurance entities. But it does apply to DOD or Homeland Security fraud, Medicaid fraud, and fraud against any other government healthcare program. (For details about how to report other types of fraud against the government other than DOD or Homeland Security/Medicaid fraud, visit [www.HowToReportFraud.com](http://www.HowToReportFraud.com)) and for Medicare fraud allegations visit [www.ReportMedicareFraudDay.com](http://www.ReportMedicareFraudDay.com)).

**4. Funds are forfeited**

This *F Factor* is often overlooked, but is crucial to your hopes of receiving a meaningful whistleblower reward and to curbing DOD or Homeland Security fraud. Simply stated, the fraud-doer must repay the ill-gotten DOD or Homeland Security money or there is no reward.

Whistleblowers receive a percentage of the actual recovery in the case. That means that if the amount DOJ recovers from a wrongdoer is small, your reward will be small. Conversely, as the amount DOJ collects grows, so does your reward. In fact, there is no cap on the amount of a reward. Some whistleblowers have received $150 million because DOJ recovered six times that amount from the defendant. To obtain a $2 million reward, you can expect that the defendant will have to repay $10 million.

Be mindful that if DOJ perceives your case as a small dollar suit, it may not be received with excitement. DOJ has limited resources to spend on investigations, so it may put more time into larger cases. For instance, don’t expect DOJ to spend $100,000 litigating a case where it thinks it may recover $100,000 or even $1 million. On the other hand, don’t let an attorney persuade you to allege that the case is worth millions, when it obviously to experienced counsel that it is not. Only inexperienced attorneys think they can fool DOJ into chasing after small cases by pretending they are large. In the process, you lose total credibility by overstating the case. If DOJ cannot trust your allegations of damages, why would you expect them to believe your allegations of fraud? It is very hard to earn back lost trust.

[*Back to Table of Contents*](#toc1)

**Other guidance and FAQ to filing for a DOJ reward**

The next chapters cover some frequently asked questions, such as how reward amounts are determined, how to hire an attorney on a contingency basis, how long it takes to get a reward, why DOJ turns cases away, and other risks of being a whistleblower. You will also learn how to contact an attorney or even ask [Mr. Hesch](#c15) to consider your case. Later chapters list examples of military or Homeland Security fraud.
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**Amount of rewards: How much will I get?**

One of the questions most frequently asked by would-be whistleblowers is “*How much of a reward will I get?*” There is no simple answer, but I can give you some insights. First, I will share the average amount of rewards, and then address three main factors that will determine the actual size of any DOJ reward.

First, let’s discuss the average rewards under the DOJ reward program for reporting fraud against the military. You might be surprised to learn that the average size of a DOJ whistleblower reward is $321,000. Of course, that does not mean you will receive that as a reward, or any reward, for that matter.

Here is how that number is calculated. DOJ keeps track of statistics on its reward program. According to DOJ, during a 30-year period of the reward program (1987 through 2017), there have been 1,572 military fraud cases in which rewards have been sought. The total amount of rewards paid to these whistleblowers was nearly $550 million ($549,364,943). Yes, that’s right. So far, DOJ has paid about close to $550 million in whistleblower rewards for reporting military fraud! When you divide that amount by the number of rewards paid, it amounts to a mean of $349,468. But there are dangers in using averages. There have been some awards ranging around $50 million and many under $100,000. That means for every reward over $1 million there has to be ones under $1 million for there to be an average of $349,468.

Second, here are the three most important factors in determining the size of a DOJ reward:

* the amount DOJ recovers from the defendant
* the statutory range your case falls within
* the level of contribution made by you and your attorney.

Predicting your reward is very difficult, especially for a layperson or an inexperienced FCA attorney. This book will not attempt to predict your particular award because each case is unique and very fact specific. Nevertheless, based on working at DOJ in the whistleblower reward office for over 15 years, I will share insights into the process and how each of the three factors fit together.

**The amount DOJ recovers**

The single largest factor for determining the amount of a reward is how much DOJ collects from the defendant. It is the biggest ingredient because, by law, the amount of the reward must be a percentage of the funds actually recovered in the case. The amount of funds that DOJ receives from the defendant is known as the “base amount” or proceeds upon which a reward is calculated. The following example illustrates the role and importance of the base amount.

Assuming that the reward percentage is a constant at 17 percent, consider the effect of the overall reward depending on the size of the base amount (which is how much DOJ collects).

**Base Rate Reward**

$ 500,000 17% $ 85,000

$ 5,000,000 17% $ 850,000

$50,000,000 17% $ 8,500,000

The reward amount rises in proportion to the base size. A bigger base is always better.

Let’s increase the rate from 17% to 19% and examine the impact.

**Base Rate Reward**

$ 500,000 19% $ 95,000

$ 5,000,000 19% $ 950,000

$ 50,000,000 19% $ 9,500,000

Did you notice that the increase of two percent in the rate or whistleblower share percentage, while not seemingly insignificant, is comparatively small compared to the dramatic rise in the overall reward for a larger base? You are ten times better off receiving 17 percent of $5 million ($850,000 reward) than 19 percent of $500,000 ($95,000 reward). The point is that your reward will be largely dependent upon the base amount DOJ collects.

**The statutory ranges of rewards**

The next step is determining which level or range of rewards your case falls within. The most typical is when the government intervenes in the DOJ reward case and the defendant pays a certain amount to DOJ, either through a settlement or according to a judgment by the court. The False Claims Act states that when DOJ takes a case the whistleblower is entitled to at least 15 percent, but not more than 25 percent, of the proceeds, depending upon the extent to which they substantially contribute to the prosecution of the case.

Another range of rewards applies to declined cases, where DOJ elects not to take the case, but the whistleblower’s attorney proceeds to prove the fraud anyway. Under the FCA, your attorney can proceed without DOJ and act as a private attorney general. However, the odds of winning in a declined case are much lower than when DOJ takes the case. But in those instances where the whistleblower settles or wins the lawsuit after DOJ declines, the amount of the reward increases to between 25 and 30 percent. The whistleblower, of course, must not only be willing and able to proceed alone, but must also actually collect the funds from the defendant in order to recover a reward in a declined case.

Just how much of a reward will you receive? It is always risky to give averages because there are so many factors involved. But here goes: The average award paid by DOJ is approximately 17%. To get more than that, your attorney has to do a lot of convincing with DOJ. Again, there are a lot of factors to determine where on the continuum between 15 and 30 percent your case lands.

Here is a real world example of a large reward. In April 2009, a large contractor paid $325 million to settle False Claims Act allegations brought by a whistleblower that a company it purchased made defective parts for spy satellites that malfunctioned. The whistleblower received a reward of $48.7 million. That equals 15% of the amount the contractor paid to the government to settle the fraud allegations.
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**How much does it cost to hire an attorney?**

Another common question is “*How much does it cost to hire an experiences FCA whistleblower reward attorney?”* Because DOJ reward cases often take years to complete and there is no guarantee of a reward, the most common way to hire an attorney is to agree to give them a percentage of the reward. This is known as a contingency fee.

The rate of contingency fees, however, can vary greatly. Although attorneys generally don’t publicize their rates, expect the rate for an experienced military or Homeland Security whistleblower reward attorney to charge 40 percent of the amount of a reward paid to a whistleblower. Some firms, however, have been known to charge 50 percent.

While the rate certainly affects how much you will receive, you should not select your attorney based upon the lowest contingency rate charged. Any attorney can hold himself out as qualified to do virtually any area of the law, whether it is personal injury, antitrust law, or military or Homeland Security fraud reward work. You will want to inquire into their background and experience. Conversely, do not make the mistaken assumption that the firm with the highest rate is better than one charging a more average rate. Most people tend to associate cost with value, but this assumption is not always justified. For instance, if you found a firm willing to take the case on a one-third cut rate but they did not convince DOJ to take the case, you will get zero reward.

What you may not know about attorney fees is that the DOJ whistleblower program permits your lawyer to collect from the defendant their attorney fees and costs incurred in the case. These fees will not reduce your DOJ award. They are collected by your lawyer directly from the defendant over-and-above the base amount DOJ recovers from the defendant. In other words, after a defendant pays DOJ a settlement amount, your lawyer will bill the defendant an additional amount for fees and costs. These fees are in addition to the contingency rate you pay your lawyer from the reward. Don’t expect to get a portion of these fees. They go to your attorney and are not part of the contingency arrangement. Your reward consists of the amount DOJ pays you, less the contingency fee percentage paid to your lawyer.

Don’t begrudge these additional fees your lawyer receives from the defendant. Your attorney will be battling against some of the largest and best law firms in the country trying to keep a fraud-doer from repaying the government. As Abraham Lincoln said, “A lawyer’s time and advice are his stock in trade.”

By taking your case, your attorney is giving up the opportunity to work on other matters at his normal billing rate. Considering that DOJ declines 75 percent of all DOD or Homeland Security fraud cases, your attorney is risking much to take your case. In addition, included in these costs are amounts of out-of-pocket expenses incurred, such as deposition fees and outside consultants and experts. In a normal case, the client would bear these costs.

The good news is that your attorney charges the regular 40% rate, you keep 60% of the DOJ reward without having to expend any out-of-pocket costs assuming your attorney offers a true contingency fee rate.

**IRS Form 1099 and tax consequences**

What are the tax consequences of receiving a DOJ reward? Not surprisingly, a whistleblower reward is taxable income. Whenever DOJ pays a reward to a whistleblower, it issues to the whistleblower an IRS Form 1099. DOJ lists the full amount of the reward it paid out under the case.

The form is also sent by DOJ to the IRS listing the whistleblower as the recipient of the reward. However, on October 22, 2004, Congress passed a law stating that the whistleblower may deduct from the amount listed in the Form 1099 the amount of the contingency fee paid to your attorney so that you are only taxed on the net amount received. Because tax issues are complex and subject to change, it is a good idea to contact an experienced tax accountant or advisor before relying on any regulations that have been true in the past. This is something you can typically wait to do until a settlement is imminent and your attorney is negotiating an amount of the reward with DOJ.

The next chapter outlines the general role and duties and shows why your attorney is worth their contingency fees.
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**What to expect from your attorney?**

As you weigh the decision whether to file for a DOJ reward and agree to give 40% contingency of your reward to your attorney, consider all that will be required from your attorney to prepare a proper filing and follow the case to conclusion. Below are examples of the legal work to expect from your attorney during each aspect of the DOJ Reward Program.

As you can imagine, each of these tasks requires significant experience and skill with the DOJ reward program. It will also require some effort by you, as well as staying power. You and your attorney will be earning your DOJ reward. Below are the roles of your attorney.

*Pre-Filing Stage*

• listening carefully to your story

• creating an investigative plan to build a solid DOJ reward application

• analyzing whether you can meet all of the requirements of the program

• helping you weigh personal risks against potential rewards

• evaluating who should be named as defendants

• calculating the loss to the government

• creating a custom-tailored and convincing complaint and statement of evidence

• choosing where to file the case

• filing and serving the complaint upon the government

*Pre-DOJ Intervention*

• preparing you, as the whistleblower, for a DOJ interview

• helping DOJ gather facts and conducting legal research

• creating damage models and calculations

• meeting with DOJ to assist it in making an intervention decision

*Post-DOJ Intervention*

• addressing discovery issues raised by defendant

• preparing you for your deposition

• responding to motions by defendant

*Settlement*

• assisting DOJ in determining a fair amount of settlement

• assisting DOJ in negotiating with defendants

• discussing settlement terms

*Amount of Reward*

• negotiating a fair reward amount with DOJ

• presenting valid reasons supporting increases in the rate beyond the minimum.

This listing all of the time and effort by your attorney also validates why your attorney works on a contingency case, charges 40% of the reward, and only takes cases where a significant reward is possible. The good news is, for example, that your 60% share of a reward of $5 million would be $3 million. Not bad considering that you have no out of pocket costs if you hire an attorney on a true contingency basis.
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**How long does it take to get a DOJ reward?**

Another common question is “*How long will it take to get a DOJ reward?*” Again, every case is unique, but most cases take two years or longer by the time DOJ collects funds back and pays a reward. Many large cases have taken six years, such as when the reward is $5 million or more.

The average amount of time a case remains under seal, which means before the defendant is served with the complaint, is about two years. But even after serving the complaint, it can take another year or longer for the case to settle. Because the reward is based upon the amount collected, the reward cannot be paid until DOJ collects the funds from the wrongdoer. Thus, it can take anywhere from 1 to 6 years to get a DOJ reward. Because every case is different, there are no hard and fast rules. But for large rewards, expect it to be a few years minimum.

**Time tables**

The first point of confusion stems from the fact that the law provides DOJ with 60 days to make a decision about a reward case. That is true. But DOJ may ask the court for extensions upon the showing of good cause. Essentially, DOJ will file a series of motions providing the court with reasons why it cannot finish its investigation in 60 days or even 6 months. Courts regularly grant DOJ’s request for more time, and for good reason. After all, it is the government that is the real party in interest in these cases, not the whistleblower. In some instances, the seal has remained in place for up to six years.

While waiting for a DOJ decision, there are things your attorney can do. They should keep informed. As long as progress is being made, time is not your enemy. Rather than simply complain to DOJ, your attorney should be asking what help he can provide, such as drafting document requests, performing legal research, and calculating damages.

You may be wondering why it takes so long. That is a fair question. As you consider what goes into the government’s investigation, you’ll begin to appreciate that there is ample reason for seemingly slow pace. For instance, a prior chapter listed all of the duties of your attorney in a DOJ reward case. In short, there are no shortcuts to receiving a significant reward.
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**Why DOJ rejects cases?**

DOJ turns away more reward applications than it takes. From a pure statistical point of view, DOJ turns away 75% of applications. There are several reasons why DOJ turns away cases, and an experienced DOD or Homeland Security fraud reward attorney can help you evaluate if you have the right type of a case and work hard to position you to put your case in the best light so that it is properly evaluated by DOJ. Here are some of the more common reasons why DOJ rejects cases.

**The lack of documents**

DOJ has never collected millions of dollars from an entity cheating DOD or Homeland Security without documents supporting the fraud allegations. In fact, documents are the heart of a DOD or Homeland Security fraud case. In my experience, DOJ gets more interested in DOD or Homeland Security fraud allegations when the whistleblower supplies DOJ with copies of key internal company documents that the whistleblower obtained through their normal duties working for the company. It is much harder to convince DOJ to issue a subpoena or assign investigators to do interviews without receiving documents from the whistleblower at the outset of the case. Of course, you should talk to your attorney about whether to copy documents and what types of documents to copy.

Why are documents so important? It is rare for a defendant to simply admit to wrongdoing and offer to repay millions of dollars. In virtually every fraud case I handled at DOJ, someone lied or suffered from intentional amnesia when questioned about the allegations. Yet, the one thing that never lied or conveniently “forgot” was the internal company documents created at the time of the events in question.

Documents also support your allegations. Remember, because you get a portion of the amount DOJ collects, the defendant will argue that you are biased or making it up just to get a reward. Documents provide the corroboration needed to not only win the case, but get DOJ more interested in issuing subpoenas or interviewing witnesses.

**Resources**

At times, DOJ turns away a case because it has limited resources and can only work hard on so many cases at a time. There are many DOD or Homeland Security reward applications filed each year and DOJ has only so many attorneys working in the reward office. Certain judgments must be made upon the potential merits of a case. That begins with how specific the whistleblower’s complaint is regarding the scope of the fraud, whether there are documents attached, and how well it is presented to DOJ. Certainly every compliant gets a fair shake, but obviously some deserve and receive more attention than others. Rather than stew about this fact, hire quality counsel and present your case in a manner demonstrating it is worthy of the time and resources necessary to win a big fraud case.

**Size of the case**

A common problem with many complaints is that they fail to show any actual loss or damages to the federal government. Most simply say that the loss is in the millions or that it is substantial. Very little effort or time, however, is spent on discussing precisely how DOD or Homeland Security or Medicaid was actually harmed and how this harm can be quantified.

This deficiency sometimes is the result of the whistleblower’s attorney being unfamiliar with DOD or Homeland Security program and, as a result, not knowing how to calculate the loss. Often, inexperienced whistleblower reward counsel brings fraud cases to DOJ in which there are little or no damages to the government. The whistleblower is chasing a dead end.

Think about this issue in another way: If you cannot provide evidence of specific damages, what amount of reward do you hope to receive? Fifteen percent of nothing is nothing.

**Facts of the case**

There are a variety of other reasons why the whistleblower’s facts may warrant DOJ turning down a case.

First, the facts are often just flat out insufficient to state a claim. That’s why you need an honest appraisal from an experience attorney.

Second, a significant problem with many cases is that they do not show that the defendant knew the claim was false. Absent guilty knowledge, there is no violation of the Act. Innocent mistakes and honest disputes simply are not actionable under the False Claims Act. Remember, statute is fraud based. It does not cover every situation where there is a mere overpayment. The government needs and depends upon your inside information. Don’t file a reward complaint without it.

Third, many applications also fail to meet one or more of the *Four F Factors* and procedural and substantive requirements of the False Claims Act, such as failing to allege a required element of the law in the complaint or failing to plead the details of the fraud, such as the who, what, where, when, and why? If the complaint does not set forth allegations that establish fraud, how much weight should DOJ give it? The cure is to enlist qualified counsel before filing suit; someone who can identify what is missing and create a plan for obtaining it.

Last, a remarkable number of complaints look as if they have been slapped together without careful thought or examinations. If the complaint your attorney drafted is obviously a pastiche of generic allegations, why would you expect DOJ to put two years of effort into something you and your counsel didn’t care enough about to tailor to the case at hand? Similarly, a poorly worded complaint cannot help but give DOJ the impression that the underlying facts and allegations most likely reflect the same slipshod quality. There are many DOD or Homeland Security reward complaints filed each year fighting for the attention of DOJ Civil Fraud lawyers. It is inevitable the DOJ attorneys will take most seriously the reward application that are obviously professional, well-informed and thoroughly prepared.

**Statute of Limitations (time limits)**

There is another limitation you should know about. The False Claims Act contains a statute of limitations that bars allegations that are older than ten years. In some instances, the limitation is only six years. If your claim is older than the applicable statute of limitations, the company will not need to repay the funds; therefore, you cannot recover a reward. Therefore, it is important to know when the false claims were submitted and only allege fraud within 10 years from when you file for a reward. The statute of limitations can also be as short as 6 years in many cases, so don’t delay in bringing your allegations to your whistleblower attorney.
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**Personal risks for reporting Military or Homeland Security fraud**

Before filing for a DOJ reward is the time to assess whether the potential rewards outweigh the risks. This section outlines some of the key risks, allowing you to move forward with both eyes open. Of course, there is no safer or better way of assessing the risk than through a confidential conversation with an experienced attorney.

**Your name will be made known**

One of the most significant risks you face is that your name will eventually be made known. Unlike an anonymous tip to an agency, to claim a reward under the DOJ whistleblower program, your attorney must file a lawsuit on behalf of the United States.

Your name goes into the caption, which reads something like this:

*United States, ex rel. [Your Name], Plaintiffs, versus [Company Name], Defendant.*

Initially, the complaint will be sealed. During that period both your name and that of the defendant will kept from the public. At some point, however, DOJ will ask the court to unseal the complaint. Once unsealed, the whole world can access the case. If DOJ intervenes, it will serve a copy of the complaint upon the defendant with the same caption.

The government has a policy against keeping cases permanently under seal. Therefore, even if the government declines and you drop the case, it is likely that the defendant will be able to get a copy of what you filed.

The effect may extend beyond your current employer. Although times are changing, being labeled a whistleblower can negatively affect your reputation in some industries. Some companies may not want to hire someone who has filed a lawsuit against their employer. Therefore, you’ll definitely want to think through this risk and hire seasoned counsel to advise you before filing a complaint.

**Time and energy**

Another risk is that filing a lawsuit will require much of your time, energy, and emotional investment. Before filing, you must ferret out the facts and help your attorney put together a convincing case showing that there was fraud and that it resulted in a significant loss to the federal government. You’ll also be called upon to help with issues at various times throughout the entire time a case is ongoing. It can add up to many hours.

Although it is hard to quantify, the emotional stress that goes along with being a party to a lawsuit is incredible. It’s constantly on your mind. Even before the case is made public, you will have an emotional ride. For instance, because FCA reward cases must be filed under seal, you cannot talk to anyone about it until the seal is lifted, perhaps two years later. The need to stay silent about something so important to you can result in discouraging feelings of loneliness and isolation.

After a case is unsealed, you will be able to discuss the case, but your energy and emotions will be further taxed. You may worry about what others think about you. You may face new challenges at work or home. If you are working for the company being sued, you may find that they ask your co-workers to find fault with your work performance.

The legal requirements can be wearing as well. It is never fun to have your deposition taken. If the case does not settle before or at the time that DOJ intervenes, the lawyers for the defendant will certainly take your deposition. You may be asked questions under oath for an entire day. Although you will be accompanied by your attorney and given reasonable breaks, it won’t be a pleasant experience.

**Risk of retaliation**

The FCA whistleblower law has a special provision that permits special damages to an employee who was “discharged, demoted, suspended, threatened, harassed or discriminated” because of assisting in a whistleblower case or investigating whether to bring a fraud case. The False Claims Act permits not only reinstatement, but permits two times the amount of back pay, plus other costs, and attorneys fees. Of course, to rely upon the remedies in these statutes, you would have to file a suit to be reinstated and collect these penalties.

There is a good reason why Congress needed to include this type of a provision: it is not unusual for wrongdoers to consider retaliation against whistleblowers. The fact that there is a rule requiring double damages may not be enough to prevent retaliation. It is possible to lose a job or be passed over for promotion, regardless of pointing out to your employer that you think their conduct has violated the whistleblower law.

Even if the treatment does not amount to retaliation, you may find it uncomfortable to stay at your job. You could be ostracized or given mundane work. The loss of employment is a real issue to consider before filing a DOJ reward case. It is also possible that a defendant would file a slander lawsuit against a whistleblower. Although truth is a defense to slander and libel, it can be upsetting and costly to litigate.

**Risk of paying attorney fees and costs**

The FCA whistleblower law provides that, if the government declines to intervene and the whistleblower still proceeds with the case, the court may award the defendant reasonable attorneys fees and expenses, if the defendant wins the case and your claim was “clearly frivolous, clearly vexatious, or brought primarily for the purposes of harassment.” Again, this does not mean simply losing the case, but acting with improper motives. In addition, this risk can be totally avoided if the whistleblower agrees to drop the case if DOJ does not take it over. That is the safest course of action. It is followed 80 percent of the time by whistleblowers. This is another reason why you need to hire experienced FCA reward counsel that not only knows of the risks but how to avoid many pitfalls.

**The odds are against you**

Based upon statistics, the odds are against you receiving a reward. First, DOJ declines to take over 75% of applications. In those instances, your attorney may still proceed, but that only happens about 10 to 20 percent of the time due to other risks outlined in this book.

The good news is that the likelihood of a reward goes up dramatically if DOJ intervenes in your case. DOJ wins almost every case it takes.

In addition, the amount of a reward might not be as high as you hope. Although the average reward amount is reported to be $690,000, other statistics paint a different picture. The reason the average amount is so high is that there have been several rewards of $100 million. For every $100 million jackpot, there are some under $100,000. Actually, the “mean” or “median” reward amount is probably closer to $250,000. You will also need to pay your attorney and taxes out of the reward amount. That’s why The Hesch Firm only takes cases where the fraud is $5 million, which would put the reward at about $1 million.

The point is that you cannot judge your case based upon statistics. And your decision to file should not be based solely upon whether you might get $250,000 versus $20 million. The new breed of whistleblowers desire to see the right thing done. They accept the patience and resolve needed to team up with DOJ in seeing justice prevail.

What you need most at this point is not more statistics, but the honest appraisal from an experienced whistleblower attorney. Ask your attorney to evaluate the risks based upon your facts and to provide you with the reasons for his estimates of whether DOJ may intervene and what the case might be worth.

**Money doesn’t buy happiness**

Many people play the lottery hoping to cash in so they can kiss their jobs goodbye. They dream of a blissful life the winnings are supposed to provide. You may have similar goals in mind when deciding whether to file a DOJ reward case. However, as the old saying goes, “Money doesn’t buy happiness.” If you were to interview everyone who received a million dollar reward or won a lottery, very few would say they are truly happier today.

Reporting fraud may be the right thing to do, but that does not mean becoming rich will bring peace to your life. There are simply greater things in life than wealth, such as family, country, and God. In short, there is a high cost to be paid — certainly emotionally and perhaps financially — for blowing the whistle. Also, if you treat the case as a lottery ticket, you won’t invest the time and energy needed to win.

Perhaps the best reason to report fraud is not to obtain a reward, but to satisfy a feeling inside that shouts, “I cannot just look the other way.” Following your conviction is the best medicine for enduring the risks associated with standing up and reporting fraud.

In sum, weigh your decision carefully. Seek solid legal and practical advice from your attorney. In the end, however, the decision must be your own.
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**The need for selecting the right attorney to evaluate your DOJ reward case**

DOJ wants you to file a military or Homeland Security whistleblower complaint if you have specific details of significant military of Homeland Security (or Medicaid fraud), and DOJ wants to pay you a reward. However, by law, a reward can be paid only if you follow the exacting procedures contained in the False Claims Act statute as outlined in this book.

If you are not sure if you have the right type of a case to file for a DOJ reward or you simply want an honest appraisal of your potential case, you should [contact an attorney](#c15) in confidence to evaluate your case. You can do this in privacy. You don’t need to file a DOJ reward case simply because you contact an attorney to evaluate your case. In addition, under ethical rules for lawyers, the information you provide to them is protected by the attorney client privilege, even if you don’t end up hiring them or never file for a reward. In addition, the information you provide to an attorney cannot be used for any other purposes.

Selecting the right attorney is probably one of the most important aspects of receiving a reward and minimizing risks. It can be challenging to find one that is right for you. You will want to select someone you trust, who allows you to feel comfortable asking questions. You also want to select someone you believe knows how to investigate the false claims, determine whether you have a claim, and present it convincingly to DOJ. There are many subtleties to address and pitfalls to avoid in the selection process. Your attorney will need to prepare a solid application to gain DOJ’s initial interest. They will need to work closely and directly with DOJ in a cooperative relationship throughout the process, culminating in negotiating a fair reward. Be sure your attorney understands the policies of the DOJ Reward Program, the practical procedures of DOJ, and the workings of the governmental agency or program where fraud occurred.

Not only should you select someone who has worked for DOJ in the reward office in Washington, D.C. or has significant experience winning cases under the DOJ reward program, but it is important to select an attorney you feel comfortable with. The case may take years to complete, so you will want to select someone who can realistically provide you with estimates and solid advice. You also want to feel like the attorney has your interests at heart, not just an opportunity to share in a reward you might obtain.

The next chapter shows you how to contact Mr. Hesch to evaluate your DOJ reward case, and you can visit his website at: [www.HowToReportFraud.com](http://www.HowToReportFraud.com).
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**How to ask Mr. Hesch to file your DOJ Reward Application?**

Mr. Hesch and his team of attorneys would be pleased to review your information in complete confidence and help you determine if you have the right kind of information to receive a significant DOJ reward and file your DOD or Homeland Security whistleblower complaint.

This section explains the criteria The Hesch Firm, LLC uses to evaluate potential reward cases and how to contact Mr. Hesch directly to ask him to consider your case.

**Two Requirements**

**1. $5 million case**

Please note that The Hesch Firm does not handle whistleblower cases where the amount of fraud is under $5 million over the past 6 years. Otherwise, the reward will be less than $1 million and is not worth the risks.

**2. You worked for the company**

In addition, Mr. Hesch does not take cases from whistleblowers that did not work for the entity that committed the fraud against the government. In my experience, the DOJ rarely takes cases without inside information from someone who worked for the company committing the fraud against the government.

**How to Contact Mr. Hesch**

If you worked for the company committing the fraud and the amount of overbilling to the government was $5 million, please contact Mr. Hesch either through his website: [www.HowToReportFraud.com](http://www.HowToReportFraud.com) or send him an email at his private email address:

[Joel@HowToReportFraud.com](mailto:Joel@HowToReportFraud.comReportMedicareFraud.com)

Below is a list of all the information you must put in your email in order for Mr. Hesch to be able to respond to you. However, please do not include the name of the company engaged in fraud. Mr. Hesch will request additional information after reading your email or set up an interview, but only if you supply the information set forth below.

Include in your email to Mr. Hesch a separate paragraph for each of the following five items:

**Explain in detail the fraud allegations**.[Please be specific and very detailed in describing the fraud, but without mentioning the name of the wrongdoer.]

**Estimate how much money the government wrongfully paid out**. [Do your best to estimate how much the government paid out that it would not have paid if it knew the truth. If you have trouble, then at least describe the size of the entity, how many offices they have, the costs of the goods or services that are fraudulent, and the percentage of the population that receive government funds.]

**State whether (and what type of) documents you have to help prove the fraud**.

**State whether you still work for the entity**. [If you left, state when you left and why.]

**State whether you talked to another attorney about reporting the fraud**? [If so, state the status of your communications with other attorneys.]

The Hesch Firm will treat your information confidential. The law also treats your communication with Mr. Hesch as protected and privileged during the time you are contacting legal counsel to seek to obtain representation. Mr. Hesch will not use your information for any other purposes than determining if he can represent you even if you decide not to hire him or file for a reward.

The reason Mr. Hesch needs this information upfront is to initially gauge the nature, size and strength of your case. This information will facilitate any future discussion you have with his law firm. After The Hesch Firm reviews your email, at attorney will contact you. The first contact with you will be by email, so be sure to use an email address that you will check and that it is private. [Do **not** use an email associated with your employer.]

Mr. Hesch will endeavor to personally review every email containing the requested information and will send you an initial email either arranging for a telephone interview by himself or one of the trusted attorneys working with him on whistleblower reward cases or explaining that it is not the type of case he can represent you.

The last section of this book, entitled [About Joel D. Hesch, Esq.](#j1),contains more information about the qualifications of Mr. Hesch and lists the military or Homeland Security fraud cases he worked on both as an attorney for the U.S. Department of Justice (DOJ) for 15 years and now in private practice exclusively representing whistleblowers. As shown in that section, the reward cases Mr. Hesch worked on total over $1.7 billion.

**Disclaimer**

Although we will treat the information as confidential, the transmission of any information is not intended to create, and receipt does not constitute, an attorney client relationship. Even if you submit information to The Hesch Firm, that does not make us your lawyer. Instead, we will use your information to investigate the matter and determine whether we can and will represent you in bringing your whistleblower case. Only once we both sign a written agreement will we actually become your lawyer and advocate. A fraud case can take a number of years from start to finish and it can be expensive for a lawyer to take a case. Therefore, we conduct a thorough analysis of cases and we do not accept every case. It may take time to evaluate your questionnaire, and we may be busy on other matters at the time you send your information. If our time constraints do not fit your needs, you may wish to discuss your matter with another attorney.
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**Examples of Military or Homeland Security Fraud**

The next several chapters list or discuss examples of the ways entities cheat the Military or Homeland Security. First, there is a general bullet list of examples of fraud. Second, there are detailed descriptions of many of the main categories of fraud. The ways companies cheat are endless. Simply because the fraud you are aware of is not listed does not mean you won’t get a reward. You can ask Mr. Hesch and his law firm to consider in confidence your allegations, as outline in the prior chapter.
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**Bullet list of examples of Military or Homeland Security fraud**

There are hundreds of other fraud schemes being committed against the military, Homeland Security, and other federal agencies. Below is a list of common fraud schemes. Even if the fraud you know about is not listed here, it may still be eligible for a reward if you have sufficient evidence of fraud against the government.

* Billing a government contract for work or parts used on a commercial contract (mischarging)
* Charging for services not actually rendered
* Falsely stating how many hours were spent
* Lying about any work or service required to be performed
* Billing for unallowable costs (i.e. personal expenses, or excessive salaries)
* Overstating about how much it cost to make or buy an item
* Misstating the percentage of completion of the contract (i.e. false progress payment requests)
* Not conducting all of the required tests on items (i.e. testing of only one in 10,000 instead of the required one in 100, or not testing at all)
* Substituting a different or an inferior product than called for in the contract
* Concealing the true ownership or value of property
* Sale and leaseback (i.e. selling property or buildings to a related party and then leasing it back from them)
* Bid rigging (i.e. firms agreeing in advance how they will bid for a government contract)
* Defective pricing (i.e. submitting inaccurate “cost or pricing data” when negotiation the price of a government contract
* Kickbacks (i.e. accepting improper payments from suppliers to induce use of their products)
* Not passing on to the government the same discounts or rebates given to others
* Improper or inflated G&A or Overhead rates
* Knowingly violating a Federal Acquisition Regulation (FAR) or an accounting standard
* Billing for work which does not comply with specifications
* Undisclosed related party transactions

If you know of anyone cheating the government in one of these or other ways and are interested in a reward, contact Mr. Hesch in complete confidence to evaluate your claim.

The next chapters outline in more detail some of these fraud schemes.
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**Trade Agreement Act (TAA) Fraud**

Companies with direct federal contracts are prohibited from using goods or supplies imported products from countries, such as China and Taiwan, that don’t have reciprocal trade agreements with the United States. Thus, it is a violation of the False Claims Act for federal government contractors to sell goods or supplies that were made in countries that are not part of the Trade Agreement Act (TAA). A whistleblower can receive a significant reward for reporting a company selling goods or supplies to the federal government that are made in countries such as China, India, Malaysia or Taiwan as prohibited by the Trade Agreement Act (TAA).

Fraud under the Trade Agreement Act (and General Service Administration fraud) occurs more often than you might think and by both big and small companies alike.

For instance, in 2005, two national office supply companies were caught violating the Trade Agreement Act (TAA) and GSA rules because they were selling office supplies to the government that were made in China, Taiwan and other countries not part of the Trade Agreement Act. The whistleblowers were given rewards of $700,000 and $1.5 million each for reporting this GSA and TAA fraud.

If you work for a company that is supplying the federal government with products made in China or Taiwan (or other non-TAA countries), you may be eligible for a significant reward if you properly report the TAA (or GSA) fraud. The same type of reward is available if your company has a Buy America Act contract clause that is being violated.

Even if you are a competitor, if you have credible information to prove that the company is defrauding the federal government by using products from these non-Trade Agreement Act countries, you are eligible for a reward. But you must have specific and detailed facts. It is not enough to just think that the company must have bought the goods in China because the prices were low, but you need proof that they originated in a country that is not part of the Trade Agreement Act or that the Buy America Act clause was violated.

If your company (or a competitor) is supplying goods to the federal government that are made in China or Taiwan or are violating a Buy America Act provision, and you can prove it, you stand to gain a sizeable reward. This applies to direct contracts with the military or any agency, as well as listing products on the GSA website.
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**GSA Import Fraud**

The General Service Administration (GSA) generally follows both the Trade Agreement Act (TAA), discussed in the prior chapter, and the Buy America Act. The GSA purchases large quantities of products for the various federal agencies. It also has a program and website allowing federal agencies to buy products directly from pre-approved vendors that have certified that they comply with the TAA and Buy America Act.

If a company supplies the federal government with goods made in China or Taiwan (or other non-TAA countries), it commits fraud and is liable under the Under the False Claims Act to pay up to three times the value of the goods. As an incentive to report fraud against the federal government, the law also gives the whistleblower a reward of between 15% and 25% percent of the amount it collects.

Congress passed a law prohibiting contractors to sell goods or supplies through the General Service Administration (GSA) to governmental agencies if they are imported products from countries, such as China and Taiwan, that don’t have reciprocal trade agreements with the United States.

If your company or a competitor is supplying goods to the federal government that are made in non-Trade Agreement Act countries, such as China or Taiwan, and you can prove it, you may be eligible for a reward. This applies to direct contracts with the military or any agency, as well as listing products on the GSA website.
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**General Service Administration (GSA) Best Price Fraud**

If you report fraud against the General Service Administration (GSA) through schemes to conceal and deprive the GSA of their best prices, you may be entitled to a whistleblower reward, as outlined in this website. This is in addition to the GSA Trade Agreement Act (TAA) violations discussed in the prior chapter.

Frequently, the General Service Administration (GSA) or other agencies require a contractor or supplier to provide the government with the *best price* it charges to other customers, known as GSA best price fraud. This obligation even requires companies to tell the GSA if it later gives a discount to another company at a lower than the price the GSA paid. Because this fraud is hard to detect by GSA, the government is paying sizable rewards for reporting GSA Best Price Fraud.
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**Buy America Act Fraud**

Many government agencies include “Buy America” clauses in contracts. Unless this is waived by the agency for a particular contract and reason, these clauses are enforceable and the government pays rewards to those who report when goods are made overseas. Buy America Act fraud is not limited to the countries discussed under the Trade Agreement Act listed in the prior two chapters, but applies to all things made overseas and supplied on a government contract. Thus, it is a violation of the False Claims Act for federal government contractors to sell goods made in any country other than the United States if the contract contains a Buy America Act clause in the contract, and whistleblower rewards are paid for reporting Buy America Act fraud.

The False Claims Act offers rewards for whistleblowers to step forward and report Trade Agreement Act fraud and GSA fraud, as discussed in the prior three chapters.
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**TINA Fraud (Truth in Negotiations Act Fraud)**

If you report Truth in Negotiations Act fraud (TINA fraud) against the military or other federal government agency, you may be entitled to a significant whistleblower reward, as outlined in this website.

When a company is a sole source provider or if it is awarded a contract based upon the cost estimates it provided to the government, it is governed by the Truth in Negotiations Act (TINA). TINA requires a company to provide the government with its current, good faith estimates of its costs to perform the contract. Basically, if a government contractor conceals information or lies about data or pricing, it is liable for fraud under the Truth in Negotiations Act. The two most common TINA fraudulent schemes are:

* concealing true costs when “negotiating” the price of certain government contracts, and
* lying about or concealing the availability of discounts given to others in certain cases

The government pays rewards for reporting either type of TINA violation.
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**Kickbacks and Bid Rigging Fraud**

Kickbacks or bid rigging fraud is more common than you might think. It is illegal for companies bidding on government contracts to collude (bid rigging) or to pay kickbacks to anyone to steer a government contract. Companies know that paying kickbacks or bid rigging is illegal, and therefore they often try to disguise the kickbacks by referring to them as consulting fees or training programs. If you can help the government prove that the payments were really to curb competition or steer a contract, you might be eligible for a very large reward for reporting kickback or bid rigging fraud.

One [example](https://www.justice.gov/archive/opa/pr/2008/May/08-civ-475.html) of a conspiracy to rig bids, fix prices was when two transportation companies allegedly rig prices charged to the military for costs to move soldier’s household goods overseas. The companies were accused reaching an agreement to increase the price each company will charge to keep the prices high. The companies agreed to pay the government $13 million to resolve the fraud allegations. The whistleblower received $2.6 million as a reward for reporting the fraud bid rigging fraud.
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**Subcontractor Fraud**

Not only are prime government contractors liable under the False Claims Act for fraud against the military or Homeland Security, but subcontractors are also liable for fraud if they supply goods or services for use on any government contract.

If you work for a subcontractor that knows that it is not supplying the proper goods or services to a prime contractor for use on a government contract, it is liable to the DOJ. In addition, a whistleblower is entitled to receive a reward for reporting it.

A subcontractor can commit fraud in any of the ways a prime contractor. Therefore, each of the examples in this book applies to subcontractors too.
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**Reporting Other Fraud Against the Government**

There are more than 20 federal agencies, and each one is being defrauded. The DOJ whistleblower reward program applies to every federal agency or type of fraud under any federal program or contract. Most States have the same reward program. Below are some additional examples of fraud schemes against the government. Even if one is not listed, if you know of fraud against the government, you may be eligible for a reward.

If you know of anyone cheating the government in one of these or other ways and are interested in a reward, contact Mr. Hesch in complete confidence to evaluate your claim.
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**Post Office Fraud**

Nearly ten percent (10%) of spending by the federal government is lost to fraud, even those cheating on the amount of postage for mailing items through the postal service (post office). When others cheat or defraud the postal service (post office) it costs all of us in increased postal rates and taxes.

The good news is that you are invited to report fraud against the postal service (post office) and not only help curb the fraud but also receive a significant monetary whistleblower reward. However, you need to follow the correct rules and procedures for reporting the postal service (post office) fraud or you won’t be eligible for a reward and may not ensure that the postal service (post office) opens an investigation.

Specifically, you can’t simply call the postal services inspector or other hotline to report fraud against the postal service (post office) to be eligible for a whistleblower reward. Rather, the only way to get a reward for reporting postal service fraud requires that you hire a whistleblower attorney and file for a DOJ reward as outlined in this book.

**Examples of postal service (post office) fraud**

When companies do mass mailings, the amount of underpayment of postage can add up. One example of postal service (post office) fraud is when a company is not eligible for non-profit rates or misclassifying nonprofit mail but lies or uses the nonprofit rate. Other examples of postal service (post office) fraud occur when a company lies about the classification, weight or number of pieces.

In one case, a credit card company repaid the postal service $6 million to settle allegations that it committed postal fraud because its credit card bills did not qualify for a discount rate that it was receiving. The whistleblower obtained $1.2 million for reporting the fraud.
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**Underpaying Royalties Fraud**

The United States owns large tracks of land and significant water rights, including miles out to sea from U.S. boarders. These federal properties contain valuable minerals, oil, gas, or timber. Generally the government sells the right to extract these items from federal lands in the form of royalty contracts. Basically the contractor is entitled to remove an item, such as oil, in exchange for a promise to pay a royalty when it is sold. Assuming that the royalty rate for onshore production of oil is 1/8, the oil company would pay the government 1/8 of the price it received from each arm’s length transaction of oil sold.

Fraudulent schemes abound in this area of federal contracting to cheat the government out of its royalties. Simple forms of fraud include concealing the true volume or price of the item. More sophisticated schemes involve creating one or more subsidiary company to buy the goods at below market prices. The related entity ends up making a substantial profit on the resale because it received a sweetheart deal from its related entity at the expense of the government.

In a case Mr. Hesch had worked on while at DOJ, the government recovered $430 million from 16 major oil companies for underpaying oil royalties and millions were paid out in whistleblower rewards. These companies have also been forced to repay hundreds of millions of dollars for underpaying royalties for natural gas.
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**Grant fraud (research/educational fraud)**

Approximately ten percent of government spending is lost to fraud. One key area is grant fraud and research fraud. The government pays hundreds of millions of dollars to companies in grants to conduct research or perform other specific tasks. When a company uses the grant money for any goods or services other than what they specified in the grant application, it is fraud and they must repay the grant funds. A whistleblower is entitled to a reward for reporting grand fraud.

The government is asking whistleblowers to report grant fraud against the government. The government is willing to pay significant monetary rewards for reporting grant fraud. But, you need to follow specific rules and procedures for reporting the grant fraud to receive a reward and to ensure that the government opens an investigation to confirm your allegations of grant fraud.

Specifically, it is not enough to call a government fraud hotline. It is not enough to report the fraud to the agency that was defrauded. How to get a reward for reporting grant fraud requires that you use an attorney (on a contingency fee basis consisting of a portion of any whistleblower reward) to file a qui tam suit under the False Claims Act. Therefore, it is key that you select an attorney experienced with handling grant fraud reward applications.

**Examples of grant fraud**

The federal and state governments fund a wide variety of research, education, or special projects not only in the area of health care, but education, military and almost every agency. When the government funds a project, it is for a specific purpose. Anytime the grant recipient uses funds for any other purpose it is grant fraud.

An example of grant fraud is shifting funds from one grant onto another grant. For instance, if a research hospital has two grants, but runs low on funding on one, it is grant fraud to use funds from the second grant to do research or tasks on the first grant. Another example of grant fraud is when a recipient of a grant mischaracterize their qualifications. Grant fraud can also occur when the grantee misstates the basis of its research or overstates the quality or extent of services they will provide. It is also grant fraud to lie or falsify information or data to get the grant or keep the grant.

The ways grant recipients cheat is endless and limited only by imagination. Basically, the grant funds must be spent in the exact manner as stated in the grant application or it is grant fraud and the portion of the misused grant must be repaid. Good intentions or worthy causes is not a defense. The grant application and grant approval documents must be strictly followed or it is grant fraud.
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**Customs Fraud**

Until recently, customs fraud was an overlooked area of fraud. More recently, customs fraud is gaining the attention of the government and it is starting to pay large whistleblower rewards for reporting customs fraud.

A company commits customs fraud by submitting a false statement to reduce the amount of payment owed to the government on imports. In other words, it does not pay the correct import duties or custom’s fees when importing products into the United States. The two most common customs fraud schemes where rewards are available include:

* misclassifying or undervaluing products subject to import duties, and
* misstating the country of origin in order to avoid anti-dumping duties

If you know if a customs fraud scheme and have documentation to support it, you may be eligible for a reward.
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**Housing Fraud**

If you report housing fraud, you may be entitled to a whistleblower reward, as outlined in this book.

The two most common Department of Housing fraud schemes are:

* falsely representing qualifications of purchasers for government guaranteed loans
* paying people to use their name to make it appear they bought a house (straw buyers)

If you know if a housing fraud scheme against the government and have specific evidence in support, you may be entitled to a reward.
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**Financial Fraud (bank fraud/bailout fraud)**

The Department of Justice whistleblower reward program needs you to step forward if you have inside information to prove a company is cheating under TARP, Bailout programs, or any other misuse of federal government funds.

The government poured nearly $3 trillion into TARP and a dozen other new Bailout Programs. It is estimated that between 10 percent and 30 percent of these funds are lost to TARP fraud and Bailout Program fraud. That means TARP fraud and bailout fraud could exceed $500 billion.

Below are examples of Financial Fraud

* Using collateral already in default or that is from a fraudulent loan
* Lying about or overstating the value of property or dept rating
* Examples of Balance Sheet Fraud under TARP or Bailout Programs
* Claiming the balance sheet is only levered 30 to 1 when it is not
* Hiding assets off-shore or overseas
* Having a separate balance sheet offshore or overseas
* Using overseas “shell” banks
* Hiding liabilities through the use of Special Purpose Vehicles (SPVs)
* Hiding liabilities through the use of Structured Investment Vehicles (SIVs)
* Concealing contingent liabilities
* Overstating assets or understating liabilities

If you know of a financial fraud, bank fraud, bailout fraud scheme against the government and have specific proof in support, you may be eligible for a reward.
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**Medicare Fraud**

Ten percent of all Medicare funds are lost due to fraud. Because the government spends $650 billion a year on Medicare, $65 billion a year is lost to Medicare fraud.

To help whistleblowers properly report Medicare fraud, Mr. Hesch created a separate website just for reporting Medicare Fraud ([www.ReportMedicareFraudDay.com](http://www.ReportMedicareFraudDay.com)) and authored a separate free [e-book](http://reportmedicarefraudday.com/wp-content/uploads/2017/07/Report-Medicare-Fraud-Free-Ebook-as-PDF.pdf) available at that website that provides step-by-step instructions for reporting all types of Medicare fraud. It includes what steps are necessary to be eligible for a reward. Below are some highlights regarding reporting Medicare Fraud.

**How to report Medicare Fraud and received a monetary reward?** There are two very different ways of reporting Medicare fraud, with two very different results.

The first way to obtain a reward for reporting Medicare Fraud is to have a whistleblower attorney, such as Mr. Hesch, help you blow the whistle under the Department of Justice (DOJ) reward program, which pays whistleblower rewards of between 15% to 25% of the amount DOJ recovers. The average DOJ whistleblower reward for reporting Medicare fraud is $690,000 and some rewards have been as high as $150 million! In addition, if you report fraud under the DOJ program, the government must open an investigation and inform you of the results. Thus, applying for a reward through a whistleblower attorney is the only way to ensure an investigation takes place (rather than just calling a hotline). Today, over three-fourths of the government’s Medicare fraud cases are DOJ whistleblower reward cases. Thus, the government is counting on whistleblowers to bring Pharmaceutical Medicare fraud cases to DOJ and receive a reward in the process.

The second way to report Medicare fraud is to report fraud directly to the Centers for Medicare & Medicaid Services (CMS), which runs the Medicare program. You can do this without an attorney and even anonymously. The downside by reporting the fraud to CMS is that the reward is limited to $1,000 (rather than the DOJ program that pays up to 25% with no limit or cap). Here is how you can report fraud directly to CMS through its website or by calling its hotline:

CMS website: <https://oig.hhs.gov/fraud/report-fraud/index.asp>.

CMS hotline: 1-800-MEDICARE (1-800-633-4227).

It’s time to put an end to fraudulent Medicare claims! For more details about reporting Medicare Fraud, visit Mr. Hesch’s website ([www.ReportMedicareFraudDay.com](http://www.ReportMedicareFraudDay.com)). His free Medicare fraud [e-book](http://reportmedicarefraudday.com/wp-content/uploads/2017/07/Report-Medicare-Fraud-Free-Ebook-as-PDF.pdf) is also available at that website, which provides step-by-step guidance for applying for a reward for reporting Medicare fraud.
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**About Joel D. Hesch, Esq.**

After spending more than 15 years as a Trial Attorney in the DOJ whistleblower reward program office in Washington, D.C. – and helping recover $1.5 billion in the process – Joel Hesch realized he could serve as a powerful advocate and ally for whistleblowers looking for justice and putting an end to DOD or Homeland Security fraud.

Armed with the knowledge and experience he gained while working for the Department of Justice, Mr. Hesch founded The Hesch Firm, LLC in 2006. Since then, The Hesch Firm has been a staunch nationwide advocate for whistleblowers in their fight against DOD or Homeland Security fraud and helping them file for rewards.

Mr. Hesch graduated in the top of his law school class from The Catholic University of America. Today, his passion for education continues as he teaches and mentors law students. Mr. Hesch is a member of the American Bar Association, the State Bar of Washington, D.C., and the State Bar of Maryland. He has been admitted to the Supreme Court of the United States, United States Court of Federal Claims, United States Tax Court and the D.C. and Maryland District Courts. Joel and his firm now exclusively represent whistleblowers throughout the country.

Joel has been lauded time and time again for his efforts to combat fraud. Early in his career, he was selected to join an elite team of Department of Justice attorneys to pursue the then-largest whistleblower case in history, and ultimately helped recover $641 million from a hospital chain. For his contributions to the case, Mr. Hesch received a Special Commendation Award for outstanding service. Joel also received several other awards while at DOJ.

**Representative Cases**

The total of Mr. Hesch’s whistleblower fraud cases under the DOJ reward program amounts to over **$1.7 billion** in False Claims Act (FCA) judgments or settlements and paid out over $265 million in whistleblower rewards. The following are examples of some of the DOD or Homeland Security whistleblower fraud cases Joel Hesch has worked on while at the Department of Justice in Washington, D.C. and currently in private practice representing whistleblowers.

* $641 million recovery against the nation’s largest chain of hospitals that allegedly defrauded DOD or Homeland Security under a wide variety of cost report fraud and other schemes, in which $120 million was paid to whistleblowers (1)
* $250 million settlement with a large pharmaceutical company for allegedly overcharging Medicaid for drugs, with the whistleblower receiving nearly $40 million (2)
* $126 million case where a pharmaceutical company allegedly failed to report the lowest or “best price” of its drugs sold to private companies, a price which the government was entitled to receive under the Medicaid Rebate statute, and the whistleblower received over $12 million (3)
* $65 million settlement with a home health care company, in which the whistleblower received $12.35 million (4)
* $40 million settlement of allegations that companies were manufacturing, marketing and selling knee replacement devices that had not been approved by the U.S. Food and Drug Administration (FDA), in which the whistleblower received over $7 million (4)
* $34 million judgment where a clinic paid illegal kickback payments to recruiters, who in turn paid people to show up at the clinic who were not eligible for DOD or Homeland Security or Medicaid and did not require medical services, in order for the clinic to bilk government healthcare programs (4)
* $24 million settlement with a long term acute care hospital chain (LTCH or LTACH) for allegedly admitting patients who did not meet the DOD or Homeland Security criteria for admission to a long term acute care hospital, in which the whistleblower received $4.85 million (4)
* $8 million settlement against a Long Term Acute Care Hospital (LTACH), in which the whistleblower received over $2 million (4)

To ask Mr. Hesch to represent you, see the chapter [How to ask Mr. Hesch to file your DOJ reward application](#c15).

Also, visit his website at: [www.HowToReportFraud.com](http://www.HowToReportFraud.com).

**Footnotes:**

1. Mr. Hesch spent 2,000 hours on that case, working primarily with a team of 8 other DOJ Civil Fraud Section attorneys on the DOD or Homeland Security cost report fraud allegations. Of the settlement, the cost report fraud portion was valued at more than $350 million. The total amount of rewards paid to the whistleblowers under the combined cases was $120 million.

2. Mr. Hesch was one of two DOJ attorneys assigned to this case. Mr. Hesch spent hundreds of hours investigating the allegations and began settlement negotiations with the drug company prior his departing DOJ. The case settled after he left the government.

3. Mr. Hesch provided limited support on the case before the defendant agreed to settle, but was specifically assigned to the case to determine how much of a reward to pay the whistleblower. The federal portion of the case was $75 million and the state Medicaid portion was $51 million.

4. The Hesch Firm represented the whistleblower.

**Disclaimer**

This e-book is for information only. It should not be viewed as containing legal advice. Each case is unique and needs to be evaluated by an experienced attorney. While we treat information you send to us confidentially and use it to determine if we will be willing and able to become your attorney, when you provide us with information we do not become your attorney. Until we both sign a written agreement, we do not represent you and have not agreed to do so. In addition, past results do not guarantee future results.
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